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ABSTRACT

Mobile Wireless communication is becoming increasingly popular due to the recent
advances in wireless devices and applications. A desirable capability of portable devices is
the ability for communication between them. Collectively, these devices can form an adhoc
network. An adhoc network 1s a group of mobile nodes with no fixed infrastructure; nodes
communicate directly with one another over wireless channels. Because the transmission
range of these nodes is limited. a routing protocol is needed to enable communication
between them. However. because of the portable nature of these devices and the wircless
transmission medium, adhoc networks have many characteristics that render routing
protocols designed for wired networks inapplicable.

This thesis presents the GPS-based Predictive Energy Aware Routing (GPEAR)
Protocol. GPEAR s a reactive protocol in that it discovers route only when a source node
needs them. It provides unicast communication capability and is able to maintain routes even
when the topology of the network is dynamic. GPEAR in addition uses location information
to predict route breakages in advance and to control the energy at which packet transmission
is done. GPEAR is well suited for mobile wireless networks in that it has low processing and
memory overhead, and low network and node energy utilization.

GPEAR has been analyzed in detail, using simulation studies for various performance
metrics under varied mobility and traffic. Many factors contribute to the overall performance
of the protocol. These factors include caching structures, routing criterion, and node density.

Studies of these factors are presented to determine their effect in mobile adhoc networks.
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To improve the scaling potential of GPEAR and adhoc networks in general, an inter-
zone routing protocol (GPS-based Inter-Zone Routing: GIZR) has been proposed as part of
the thesis. The protocol for inter-zone routing requires geographical routing, so Geocast and
Multicast Routing protocols also have been proposed. GIZR makes uses of underlying
unicast. multicast and geocast routing mechanisms for improving the scalability of adhoc

networks.
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Chapter 1- Introduction

1.1 Motivation

In recent years, mobile computing has enjoyed a tremendous rise in popularity. The
continued miniaturisation of mobile computing devices and the extraordinary rise of
processing power available in mobile laptop computers combine to put more and better
computer based applications into the hands of a growing segment of population. Advances in
battery technologies have also allowed these devices to be used for increasingly longer
periods of time away from electrical sources. At the same time, the markets for wireless
telephones and communication devices are experiencing a rapid growth. Wireless devices
can communicate with each other using either infrared ports or radio modems. The
applications of infrared are limited due to line-of sight requirement and low data rate
characteristics of these waves. Radio Modems, on the other hand, have the capability of
higher transmission ranges and data rates, although they may still suffer from multipath
interference and fading. Current Wireless Modems offer a wide range of transmission power
and connectivity levels. Radio Modems can transmit at rates as high as 11Mbps for ranges up
to 600m, depending on the data rate and surrounding environmental conditions.

Mobile telephony has gained huge popularity. A similar transformation awaits mobile
computer users. Much of the context of the transformation has to do with keeping in touch
with the Internet. One expects to have “the network “ at one’s disposal for innumerable little
conveniences.

Mobile networks have many unique characteristics that make traditional routing
protocols inapplicable. The topology of a mobile network is often highly dynamic due to the
mobile nature of the nodes. Whereas a broken link in a wired network is considered an
exception, links within wireless networks tend to break frequently as nodes move in and out

of transmission range of one another. Furthermore, atmospheric effects and physical objects



also play a role in limiting the communication between wircless nodes. Additional
characteristics of mobile wireless networks include limited power and bandwidth, and high
error rates due to the wireless transmission.

Routing protocols designed for wired networks generally do not perform well over
wireless channels. Traditional routing protocols designed for wired networks are either
distance- vector [1] or link-state protocols [2]. These protocols maintain routes for each and
every node in the network through the periodic exchange of routing table messages. Early
routing protocols for mobile networks attempted to adapt these basic protocols for mobile
scenarios. In a mobile scenario constant updates are required based on the node movement.
This may result in significant control overhead and bandwidth consumption in a mobile
network.

For similar reasons, multicast protocols designed for wired networks are not well
suited for operation in mobile networks. For instance core-based trees [3] have a drawback
that all branches emanate from a single node, the core. In a mobile network, it may
frequently happen that nodes are shutdown temporarily or transmission is temporarily
impaired. Algorithms with a single point of failure are likely to suffer from frequent
temporary disconnections witnessed by mobile networks. Protocols designed for dense mode
multicast are likely to have too much overhead for use in mobile networks, due to frequent
node movement. For instance in PIM-Dense Mode [4], prune packets are sent whenever a
multicast packet arrives via a “wrong” tunnel. Multicast packets are only accepted and
forwarded when they arrive over the “right” tunnel. In a mobile environment, the optimal
path to some destination may change from moment to moment, and there is no way of
knowing the “right” tunnel at any given time. Additionally, due to the inherent difficulty of

routing in mobile networks, multicast nodes should accept data packets destined for them,

from whichever direction they may arrive.



Mobile wireless networks have numerous advantages over their traditional wired
counterparts. Wireless networks can be established in areas of the world without pre-existing
wired infrastructure. Installing cellular infrastructure is much cheaper than burying cables,
making wireless networks an attractive option in developing nations. A mobile network
allows a user flexibility of movement. A user can walk up and down a hallway in an office
building and maintain connectivity without having to worry about finding an Ethernet
connection once the destination is reached. Finally, wireless networks can result in the

climination of wire clutter in office spaces by reducing the need for Ethernet cables.

1.2 Infrastructured Wireless Networks

There are two distinct types of wireless networks: infrastructured and
infrastructureless. Infrastructured wireless networks have a wired backbone of stationary
nodes that are connected to the rest of the network or the Internet. These stationary nodes are
generally called either Base Stations (BS) or Access Points (AP). Mobile nodes communicate
to these access points and generally do not establish point-to-point connections with other
mobile nodes. Each AP has a coverage area, or cell, in which it is able to send signals to, and
receive signals from, other nodes. This coverage area is dependent on the AP’s transmission
radius. Nodes within the cell of an AP are able to communicate directly with that AP.
Because the mobile nodes are likely to be moving, it is possible that they will not always stay
within the coverage area of a single AP. As the mobile nodes moves from the coverage area
of one AP to that of another, a “handoff’ occurs, where the node ceases to have
communication with the old AP and begins communicating with the new AP. Figure 1.1
illustrates the hand-off of a mobile node from one AP to another. The hand-off should be
completely seamless so that the user is not aware of the transition. As long as mobile node
stays within its home network, it should be able to access the Internet, receive email, etc., as

if it were a wired node on the network.
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However, once the node leaves its local network, routing difficulties commence

because the subnet IP address of the node and the network to which it has moved are likely to

differ. Hence, the node can no longer receive packets addressed to it. To solve this problem

Mobile IP [5.6,7.8] has been developed. Mobile IP is an extension of IP that enables the

mobile node to utilise two IP addresses. The first is for its identification (Home Address),

and second for its routing (Care-of Address). These addresses allow nodes to send and

receive data in networks other than its home network. Such non-local networks are referred

to as foreign networks.
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each node must serve as a router for the other nodes in the network so that data packets can
be forwarded to their destinations. Figure 1.3 illustrates an example of an adhoc network [9].
Because there is no wired backbone along which routing can occur, an adhoc network needs
a routing protocol that can establish and maintain routes, even in networks with dynamic
topologies.

As previously described, mobile nodes have many unique characteristics that make
traditional routing protocols inapplicable. Because of the limitations of wireless nodes, an
adhoc routing protocol should be able to provide routes with a minimum control overhead,

and should require as little processing time as possible. Furthermore, due to the

characteristics of wireless transmissions, the range of the nodes is often limited.
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It is usually the case that paths between sources and destinations require multiple
hops. Hence a routing protocol must be able to find multi-hop paths between nodes. The
protocol should not only be self-starting, but it should also be loop free at all times, because
even a temporary routing loop wastes, already scarce bandwidth allocated.

Mobile Adhoc Networks (MANETS) generally have reduced administrative cost as
compared to wired networks. These networks are self-configuring, and so they are able to
maintain network connections and routing information without the need for explicit route set-
up by a system administrator. Typical examples of adhoc networks occur in emergency,

search and rescue operations, and conference scenarios where attendees want to easily share
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information. Adhoc networks are also suitable for networking in locations without existing

wired infrastructure. such as data collection in open fields and sensor networks.

1.4 Summary of Thesis

This thesis addresses the problem of providing communication between nodes in an
adhoc mobile wireless network. This problem is addressed at the network layer. Methods for
discovery and maintenance of routes between nodes wishing to communicate are presented.

A number of protocols have been suggested for routing in Mobile Adhoc networks.
Each of these protocols has had a varying degree of success. Protocols suggested so far, have
proved to be scenario and mobility dependent. When a route breaks, routes have to be re-
established and the route set-up time varies with the scenarios; meanwhile a number of
packets are lost. The protocols presented in this thesis use location information for advance
prediction of route breakages and repair.

The first protocol, GPS-based Predictive Energy Aware Routing Protocol (GPEAR)
is for unicast routing. Two protocols have been developed for multicast routing MANETs.
The first multicast protocol presented in this thesis can be used with any unicast protocol.
The second protocol: Multicast GPS-based Energy Aware Routing Protocol (MGPEAR)
suggested is specifically for networks, which use GPEAR as their unicast protocol.
MGPEAR has also been modified to support geocast functions; the resultant protocol is
GGPEAR (Geocast-GPS based Energy Aware Routing).

The scalability of the protocols developed has also been analysed. GPS-based Inter-
Zone Routing Protocol has been developed to resolve scalability issues. The network area is
divided into smaller areas called Zones. While GPEAR is the protocol used for routing
within these zones; Inter-Zone routing is done using a combination of Multicast, Unicast and

Geocast Messages, instead of introducing new types of routing messages.



The protocols are designed to function on Layer 3 of the OSI/TCP-IP stack. The
protocols are independent of the underlying and overlying areas, though optimal performance
has been obtained with a bi-directional MAC protocol such as 802.11. The route changes that

occur due to mobility are invisible to the stack areas above Layer 3.



Chapter 2 - Adhoc On Demand Distance Vector Vs

Dynamic Source Routing

2.1 Proactive and Reactive Routing Protocols
Several adaptive routing protocols for adhoc networks have been proposed to solve

the multi-hop routing problem. each based on different assumptions and concepts. In general,

these protocols can be classified either as proactive or reactive.

Proaclive protocols attempt to continuously evaluate the routes within the network, so
that when a packet needs to be forwarded, the route is already known and can be immediately
used. Proactive protocols are also termed as Table-driven protocols. Examples of proactive

protocol are:

Dynamic Destination Sequenced Distance Vector Routing Protocol (DSDV)
(10]

e Wireless Routing Protocol (WRP) [11]

e Global State Routing (GSR) [12]

e Fisheye State Routing (FSR) [13]

e Hierarchical State Routing (HSR) [14]

e Clusterhead Gateway Switch Routing Protocol (CGSR) [15].

Reactive protocols, on the other hand, invoke the route determination procedures on

demand only. Thus, when a route is needed, some sort of global search procedure is
employed. Hence reactive protocols are also termed as on-demand protocols.
Examples of reactive protocols are:
e Dynamic Source Routing (DSR)
e Adhoc On Demand Distance Vector (AODV)
e Temporally Ordered Routing Algorithm (TORA) [16]

e Associativity Based Routing (ABR) [17]



e Signal Stability Routing (SSA) [18]

e Location Aware Routing (LAR) [19]

e Distance Routing Effect Algorithm for Mobility (DREAM) [20]
e Power Aware Routing (PARO) [21].

The advantage of the proactive schemes is that, once a route is requested, there is
hardly any delay until a route is determined. In reactive protocols, because route information
may not be available at the time when a routing request is received, the delay to determine a
route can be quite significant. Because of this long delay, pure reactive routing protocols may
not be applicable to real-time communication. However, pure proactive schemes are likewise
not appropriate for the adhoc environment, as they continuously use large portion of the
network capacity to keep the routing information current. Since in an adhoc network nodes
move quite fast, and as the changes may be more frequent than the routing requests, most of
this routing information may never be used! This results in an excessive waste of the network

capacity. What is needed is a protocol that, on the one hand, initiates the route-determination

procedure on-demand, but on the other hand contains the cost of the global search.

2.2 Dynamic Source Routing (DSR)

The Dynamic Source Routing protocol (DSR) [22] is a simple and efficient routing
protocol designed specifically for use in multi-hop wireless adhoc networks of mobile nodes.
Using DSR, the network is completely self-organizing and self-configuring, requiring no
existing network infrastructure or administration. Network nodes cooperate to forward
packets for each other to allow communication over multiple "hops" between nodes not

directly within wireless transmission range of one another. As nodes in the network move
about or join or leave the network, and as wireless propagation conditions such as sources of

interference change, all routing is automatically determined and maintained by the DSR

routing protocol. Since the number or sequence of intermediate hops needed to reach any
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destination may change at any time, the resulting network topology may be quite rich and
rapidly changing.

The DSR protocol allows nodes to dynamically discover a source route across
multiple network hops to any destination in the adhoc network. Each data packet sent, then
carries in its header the complete, ordered list of nodes through which the packet will pass,
allowing packet routing to be trivially loop-free and avoiding the need for up-to-date routing
information in the intermediate nodes through which the packet is forwarded. By including
this source route in the header of each data packet, other nodes forwarding or overhearing
any of these packets may also easily cache this routing information for future use. The DSR

protocol provides highly reactive service to help ensure successful delivery of data packets in

spite of node movement or other changes in network conditions.

The DSR protocol is composed of two mechanisms that work together to allow the
discovery and maintenance of source routes in the adhoc network:

- Route Discovery is the mechanism by which a node (S) wishing to send a packet to
a destination node (D) obtains a source route to D. Route Discovery is used only when S
attempts to send a packet to D and does not already know a route to D.

- Route Maintenance is the mechanism by which node S is able to detect, while
using a source route to D, if the network topology has changed such that it can no longer use
its route to D because a link along the route no longer works. When the Route Maintenance
mechanism indicates a source route is broken, S can attempt to use any other route it happens
to know to D, or can invoke Route Discovery again to find a new route for subsequent
packets to D. Route Maintenance for this route is used only when S is actually sending
Packets to D.

In DSR, Route Discovery and Route Maintenance each operate entirely "on
demand". In particular, unlike other protocols, DSR requires no periodic packets of any kind

at any level within the network. For example, DSR does not use any periodic routing
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advertisement. link status sensing, or neighbor detection packets, and does not rely on these
functions from any underlying protocols in the network. This entirely on-demand behaviour
and lack of periodic activity allows the number of overhead packets used by DSR to scale all
the way down to zero. when all nodes are approximately stationary with respect to each other
and all routes needed for current communication have already been discovered. As nodes
begin to move more, or as communication patterns change, the routing packet overhead of
DSR automatically scales to only that needed to track the routes currently in use. Network
topology changes not affecting routes currently in use are ignored and do not cause reaction
from the protocol. In response 10 a single Route Discovery (as well as through routing
information from other packets overheard), a node may learn and cache multiple routes to
any destination. This allows the reaction to routing changes to be much more rapid, since a
node with multiple routes to a destination can try another cached route if the one it has been

using should fail. This caching of multiple routes also avoids the overhead of needing to

perform a new Route Discovery each time a route in use, breaks.

The operation of both Route Discovery and Route Maintenance in DSR are designed

to allow unidirectional links and asymmetric routes to be easily supported. In particular, in

wireless networks, it is possible that a link between two nodes may not work equally well in
both directions, due to differing antenna patterns or propagation condition changes or sources

of interference. DSR allows such unidirectional links to be used when necessary, improving

overall performance and network connectivity in the system.

The key feature of DSR is the use of source routing. That is, the sender knows
the complete hop-by-hop route to the destination. These routes are stored in a route

cache. The data packets carry the source route in the packet header. When a node in the

adhoc network attempts to send a data packet to a destination for which it does not already
know the route, it uses a route discovery process to dynamically determine such a route.

Route discovery works by flooding the network with route request (RREQ) packets. Each
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node receiving a RREQ rebroadcasts it, unless it is the destination or it has a route to the
destination in its route cache. Such a node replies to the RREQ with a route reply (RREP)
packet that is routed back to the original source. RREQ and RREP packets are also source
routed. The RREQ builds up the path traversed so far. The RREP routes itself back to the
source by traversing this path backwards.

The route carried back by the RREP packet is cached at the source for future use. If
any link on a source route is broken, the source node is notified using a route error (RERR)
packet. The source removes any route using this link from its cache. A new route discovery
process must be initiated by the source, if this route is still needed. DSR makes very
aggressive use of source routing and route caching. No special mechanism to detect routing
loops is needed. Also, any intermediate node caches the source route in a packet it forwards
for possible future use. Several additional optimisations have been proposed and have been
evaluated to be very effective by the authors of the protocol [23] as described in the
following.

(i) Salvaging: An intermediate node can use an alternate route from its own cache, when a
data packet meets a failed link on its source route.

(ii) Gratuitous route repair: A source node receiving a RERR packet piggybacks the
RERR in the following RREQ. This helps clean up the caches of other nodes in the network
that may have the failed link in one of the cached source routes.

(iii) Promiscuous listening: When a node overhears a packet not addressed to itself, it
checks if the packet could be routed via itself to gain a shorter route. If so, the node sends a
Gratuitous RREP to the source of the route with this new, better route. Apart from this,
Promiscuous listening helps a node to learn different routes without directly participating in

the routing process.
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2.3 Adhoc On-Demand Distance Vector Routing (AODYV)

The Adhoc On-Demand Distance Vector (AODV) [24] algorithm enables dynamic,
self-starting. multi-hop routing between participating mobile nodes wishing to establish and
maintain an adhoc network. AODYV allows mobile nodes to obtain routes quickly for new
destinations. and does not require nodes to maintain routes to destinations that are not in
active communication. AODV allows mobile nodes to respond quickly to link breakages and
changes in network topology. The operation of AODV is loop-free, and by avoiding the
Bellman-Ford *“‘counting to infinity” problem offers quick convergence when the adhoc
network topology changes (typically, when a node moves in the network). When links break,
AODV causes the affected set of nodes to be notified so that they are able to invalidate the
routes using the broken link.

One distinguishing feature of AODV is its use of a destination sequence number for
each route entry. The destination sequence number is created by the destination for any route
information it sends to requesting nodes. Using destination sequence numbers ensures loop
freedom and is simple to program. Given the choice between two routes to a destination, a
requesting node always selects the one with the greatest sequence number.

Route Requests (RREQs), Route Replies (RREPs), and Route Errors (RERRS) are the
message types defined by AODV. These message types are handled by UDP, and normal IP
header processing applies. So, for instance, the requesting node is expected to use its IP
address as the source IP address for the messages. The range of dissemination of broadcast .
RREQs can be indicated by the Time To Live (TTL) in the IP header. Fragmentation is
typically not employed.

As long as the endpoints of a communication connection have valid routes to each
other, AODV does not play any role. When a route to a new destination is needed, the node
uses a broadcast RREQ to find a route to the destination. A route can be determined when

the RREQ reaches either the destination itself, or an intermediate node with a 'fresh enough’
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route to the destination. A ‘fresh enough' route is an unexpired route entry for the destination
whose associated sequence number is at least as great as that contained in the RREQ
message.

The route is made available by unicasting a RREP back to the source of the RREQ.
Since each node receiving the request caches a route back to the source of the request, the
RREP can be unicast back from the destination to the source, or from any intermediate node
that is able to satisfy the request back to the source. A RREQ can be conditioned by
requirements on the path to the destination, namely bandwidth or delay bounds. Nodes
monitor the link status of next hops in active routes. When a link break in an active route, is
detected, a RERR message is used to notify the other nodes regarding link loss that has

occurred. The RERR message indicates the destinations that are now not reachable due to

loss of the link.

AODV is a routing protocol, and hence it also deals with route table management.
Route table information must be kept even for ephemeral routes, such as those that are
created to temporarily store reverse paths towards nodes originating RREQs.

AODYV shares DSR’s on-demand characteristics, in that, it also discovers routes on an
“as needed” basis via a similar route discovery process. However, AODV adopts a very
different mechanism to maintain routing information. It uses traditional routing tables,
normally one entry per destination. This is a departure from DSR, which can maintain
multiple route cache entries per destination. Without source routing, AODV relies on routing
table entries to propagate a RREP back to the source and, subsequently, to route data packets
to the destination. AODV uses sequence numbers maintained at each destination to
determine freshness of routing information and to prevent routing loops. All routing packets
carry these sequence numbers. An important feature of AODV is maintenance of timer-based
states in each node, regarding utilization of individual routing table entries. A routing table

entry is “expired” if not used recently. A set of predecessor nodes is maintained per routing
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table entry. which denotes the set of neighboring nodes that use this entry to route data
packets. These nodes are notified with RERR packets when the next hop link breaks. Each
predecessor node, in turn, forwards the RERR 1o its own set of predecessors, thus effectively
crasing all routes using the broken link. The recent specification of AODV [25] includes an
optimisation technique to control the RREQ flood in the route discovery process. It uses an
expanding ring secarch initially to discover routes to an unknown destination. In the
expanding ring search. increasingly larger neighborhoods are searched to find the destination.
The TTL field in the IP header of the RREQ packets controls the search. If the route to a

previously known destination is needed, the prior hop-wise distance is used to optimise the

time for route search.

2.4 Comparison of DSR and AODV

The two on-demand protocols, DSR and AODV share certain salient characteristics.
In particular, they both discover routes only in the presence of data packets in the need for a

route to a destination. Route discovery in either protocol is based on query and reply cycles

and route information is stored in all intermediate nodes on the route in the form of route
table entries (AODV) or in route caches (DSR). However, there are several important

differences in the dynamics of these two protocols, which may give rise to significant

performance differentials.

First, by virtue of source routing, DSR has access to a significantly greater amount of
routing information than AODV. For example, in DSR, using a single request-reply cycle,
the source can learn routes to each intermediate node on the route in addition to the intended
destination. Each intermediate node can also learn routes to every other node on the route.
Promiscuous listening on data packet transmissions can also give DSR access to a significant
amount of routing information. In particular, it can learn routes to every node on the source

route of that data packet. In the absence of source routing and promiscuous listening, AODV
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can gather only a very limited amount of routing information. In particular. route learning is
limited only to the source of any routing packets being forwarded. This usually causes
AODV 1o rely on a route discovery flood more often, which may carry a significant network
overhead.

Second. to make use of route caching aggressively, DSR replies to all requests
reaching a destination from a single request cycle. Thus the source learns many alternate
routes to the destination. which will be useful in the case the primary (shortest) route fails.
Having access to many alternate routes saves route discovery floods, which is often a
performance bottleneck. However, there may be a possibility of a route reply flood. In
AODV. on the other hand, the destination replies only once to the request arriving first and

ignores the rest. The routing table maintains at most one entry per destination.

Third, the current specification of DSR does not contain any explicit mechanism to
expire stale routes in the cache, or prefer “fresher” routes when faced with multiple choices.
As noted in, stale routes, if used, may start polluting other caches. Some stale entries are
indeed deleted by route error packets. But because of promiscuous listening and node
mobility, it is possible that more caches are polluted by stale entries than are removed by
error packets. In contrast, AODV has a much more conservative approach than DSR. When
faced with two choices for routes, the fresher route (based on destination sequence numbers)
is always chosen. Also, if a routing table entry is not used recently, this entry is expired.
However the latter technique is not problem-free. It is possible to expire valid routes this
way, if they remain unused beyond a specified expiry time. As sending rates for sources, as
well as, node mobility may differ widely and can change dynamically, the estimation of a
Suitable expiry time is quite difficult.

Fourth, the route deletion activity using RERR is also conservative in AODV. By the
use of a predecessor list, the error packets reach all nodes using a failed link on its route to

any destination. In DSR, however, a route error simply backtracks the data packet that meets
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a failed link. Nodes that are not on the upstream route of this data packet but using the failed
link are not notitied promptly.

Even though DSR and AODV share the on-demand behaviour, much of their routing
mechanisms are different. In particular, DSR uses source routing and route caches and does
not depend on any periodic or timer-based activities. DSR exploits caching aggressively and
maintains multiple routes per destination. AODV, on the other hand, uses routing tables, one
route per destination, and destination sequence numbers (a mechanism to prevent loops and
to determine freshness of routes).

It can be said that DSR with its use of source routing and caching follows an

aggressive approach, and AODV with its routing table and sequence number driven approach

follows a more conservative approach.

DSR outperforms AODV in less “stressful” situations, i.e., smaller number of nodes
and lower load and/or mobility. AODV, however, outperforms DSR in more stressful
situations, with widening performance gaps with increasing stress (e.g., more load, higher

mobility). DSR, however, consistently generates less routing load than AODV.

DSR may give a very poor route set-up time delay and throughput performance due to
aggressive use of caching and lack of any mechanism to expire stale routes or to determine
the freshness of routes when multiple choices are available. Aggressive caching, however,
may help DSR at low loads and also keeps its routing load down. Mechanisms to expire
routes and/or determine freshness of routes will benefit DSR’s performance significantly. On
the other hand, AODV’s routing loads can be reduced considerably by source routing the
request and reply packets in the route discovery process. Since AODV keeps track of actively

used routes, multiple actively used destinations also can be searched using a single route

discovery flood to control routing load. In general, both protocols could benefit from the

following:
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(1)

(11)

(i11)

(iv)

Use of congestion-related metrics (such as qucue lengths) to evaluate routes
instead of emphasizing the hop-wise shortest routes
Removal of “aged” packets from the network. The aged packets are not critical

for the upper layer. They will probably be retransmitted. But they contribute to

the load in the routing layer.
Introduction of location information

Dynamic metrics other than shortest hop.
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Chapter 3 - Caching Policy

3.1 Introduction

Caching is an important part of any on-demand routing protocol for wireless
adhoc networks. The route caches are distributed across different nodes over the entire
network. Leveraging caches in the mobile adhoc networks brings up the challenge of keeping

the distributed caches up-to-date even with frequent route changes. Utilizing cached
information without robust mechanisms to keep it up-to-date can actually degrade

performance and thus making caches counter-productive.

The cache in GPEAR is modelled on the cache structure of DSR [23]. DSR has an

aggressive caching policy. However, the current specifications of DSR lack a mechanism to

determine the freshness among routes in the cache, or even to purge all stale routes from the
cache effectively. DSR also has a policy of caching any route whether obtained through the

formal process of route discovery or overheard. This policy gives rise to huge and

unmanageable route caches, draining the limited system memory. AODV on the other hand,

is conservative in its approach and has a policy of caching only the best route. Any time a

route crashes, route discovery has to be carried all over again.

3.2 Cache Structure
Each node in an adhoc network that employs GPEAR as the routing protocol,

maintains two caches, a Primary cache and a Secondary cache. All routes obtained using

route discovery mechanism are stored in the primary cache. Routes overheard from data and

control packets are stored in the secondary cache (Promiscuous Listening) are stored in the
secondary cache. A node always searches its primary cache for a route before it turns to the

secondary cache. Before using a route in the secondary cache, it is transferred to the primary

cache, thereby authenticating the route.
Each path obtained by the process of Route discovery is stored in the cache. By

caching each of these paths to the destination separately a path cache is formed. A path cache

is very simple to implement and easily guarantees that all routes are loop-free. To find a

route in a path cache, the sending node can simply search its cache for any path (or prefix of

a path) that leads to the intended destination node. An example of path cache is shown in

figure 3.1
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3.3 Caching Policy

As a result of a single route discovery process a source can obtain multiple
routes. Routes between source and destination pairs may have a number of common
intermediate nodes in-between. In a highly mobile scenario, if one of these nodes fails all
routes that use this node for forwarding will also fail. Hence instead of caching all possible
routes to a destination, only routes that are maximally disjoint are cached by GPEAR.

For example, from figure 3.2 various routes exist from node 4 to nodel6. Of all
routes 4-5-9-11-16, 4-3-7-10-16, 4-2-6-8-12-14-16 are the routes that are maximally disjoint.
If routes 4-5-9-11-16, 4-6-8-9-11-16 and 4-6-9-11-16 are cached; and nodes 9 or 11 fail then

all three routes are invalidated, so the purpose of storing multiple routes is defeated.

Fig 3.2 Multiple Routes

When a node receives or overhears a route, it compares the route obtained with the
contents of the primary cache and secondary cache, if the route is maximally disjoint then it
is transferred into the primary cache or secondary cache, depending upon how the route had
been obtained. If the route that is being examined is better in terms of route length or RET
[sec 4.2.1], then the new route replaces the one that is already cached. Also if the route that
a stale route, then the newly obtained route replaces it.

has been cached earlier is
aximally disjoint if for a route length the number of node matches are

Routes are m
less than (Route_Length —Lopt). The size of the Primary Cache and Secondary Cache are
fixed to P_size and S_size respectively. In the case when the cache becomes full, then old
routes are deleted to make way for new ones.

If the cache had a FIFO policy then a route, which has been in use for a long time
and still in use, may be deleted, because it was discovered first. To prevent a reliable and an

active route from being deleted a Least Recently Used (LRU) policy is employed.
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Each cache entry has a Time stamp against it. Every time a route is picked up from
the cache for use. it automatically updates its Time stamp. So when a route has to be deleted
to make way for a newly discovered route, the Time stamp is used to pick the Least Recently
Used route. RET is also used as a metric for route replacement, stale routes with low RETs
are replaced with newly cached routes.

This scheme will not work with the secondary cache, since routes stored there are
not directly used. but maintained as an alternative. A route may be overheard multiple times.
Each time the route is overheard its Time stamp in the secondary cache is updated. And the
replacement policy here is Least Recently Overheard (LRO).

Other than the time stamp, against each entry in the cache, the Route Expiry Time
(RET) is stored; every time a route recalculation occurs the RET entry is updated.

An intelligent caching scheme plays an important role in improving the network

performance. The results presented in sec 5.3.2 shows the effect of caching scheme on the

performance of a network.

3.4 Address Table
Since Source Routing is employed by GPEAR, the entire route is stored in the

cache. MAX_TTL (i.e. maximum size of route allowed) can be as large as 25 in a network of
100 nodes. This makes the size of each entry at least 120 bytes if the IPv4 address format is
used, and 420 bytes if IPv6 address format is used. If memory constraints in terms of bytes
are applied, then the number of routes that can be stored in the primary or secondary cache
will be very less. Hence it is possible that the same node is a part of multiple routes.

Instead of using the complete IP address each node is allotted a one byte local ID.
This reduces the size of each entry in the cache to 25 bytes.

The address table (figure 3.3) in a node stores the IP address along with the local

ID. Every time a new node is discovered, it is added to the address table and a local ID is

generated.

Address ID

Fig 3.3 Address Table

When a route is used, the local IDs of the node are replaced with the IP address

using the address table. The ID allotted for each node is local to the node in which the

address table is present.
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Chapter 4 - UNICAST ROUTING
GPS - BASED PREDICTIVE ENERGY AWARE

ROUTING (GPEAR)

4 .1 Introduction

The GPS based Predictive Energy Aware Routing Protocol (GPEAR) [26,27] can be
called a pure on-demand route acquisition system; nodes that do not lie on active paths
neither maintain any routing information nor participate in any periodic routing table
exchanges. Furthermore, a node does not have to discover and maintain a route to another
node until the two need to communicate, unless the former node is offering its services as an
intermediate forwarding station to maintain connectivity between two other nodes.

GPEAR'’s primary objectives are:

To provide unicast communication to all nodes in the adhoc network

¢ To minimise transmission of control packets

To reduce route breaks by predicting link breakages in advance by using

location information.

To reduce energy consumed at each node by controlling the energy at which
packets are transmitted or received by using location information.

GPEAR uses a broadcast route discovery mechanism, and relies on dynamically
establishing route table entries at a node, as is the case in any reactive protocol. GPEAR uses

Source Routing; by virtue of source routing, GPEAR has access to a significantly greater

amount of routing information than any other form of routing.

Protocols such as LAR [19] or DREAM [20] use location information to improve
routing performance. However, neither of these protocols makes use of location information
for route reconstruction or control of power at which packets are transmitted or received.
Mobility of nodes to some extent is regular. By making use of the non-random movement

pattern, we can predict expiry of routes as well as use this information for advance route
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4 .2 Overview of the Protocol

4.2.1 Description of the Protocol

The GPS-based Predictive Energy Aware Routing protocol (GPEAR) is a simple and
efficient routing protocol designed specifically for use in multi-hop wireless adhoc networks
of mobile nodes. Using GPEAR, the network is completely self-organizing and self-
configuring, requiring no existing network infrastructure or administration or prior
initialisation. Network nodes cooperate to forward packets for each other to allow
communication over multiple "hops” between nodes not directly within wireless transmission
range of one another. As nodes in the network move about or join or leave the network, and
as wireless propagation conditions such as sources of interference change, all routing is
automatically determined and maintained by the GPEAR routing protocol. Since the number
or sequence of intermediate hops needed to reach any destination may change at any time,
the resulting network topology may be quite rich and rapidly changing.

The GPEAR protocol allows nodes to dynamically discover a source route across
multiple network hops to any destination in the adhoc network. Each data packet sent, then
carries in its header the complete, ordered list of nodes through which the packet will pass,
allowing packet routing to be trivially loop-free and avoiding the need for up-to-date routing

information in the intermediate nodes through which the packet is forwarded. By including
this source route in the header of each data packet, other nodes forwarding or overhearing
any of these packets may also easily cache this routing information for future use. The
GPEAR protocol provides highly reactive service to help ensure successful delivery of data
packets in spite of node movement or other changes in network conditions.

GPEAR is composed of two mechanisms that work together to allow the discovery
and maintenance of source routes in the adhoc network:

- Route Discovery is the mechanism by which a node (S) wishing to send a packet to

a destination node (D) obtains a source route to D. Route Discovery is used only when S
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attempts to send a packet to D and does not already know a route to D. The source node (S)
needs a route to any destination it broadcasts Route Request (RREQ) messages. Any node
with a current route to that destination (particularly the destination itself) can unicast a Route
Reply (RREP) back to the source node.

- Route Maintenance is the mechanism by which node S is able to detect, while
using a source route to D. if the network topology has changed such that it can no longer use
its route to D because a link along the route no longer works. Position information of all
nodes on a route is constantly updated through the use of Route Update (RUPDATE)
messages. RUDATE messages are generated at the destination and carry the current
geographical co-ordinates of the nodes along the route. The expiry time of the route (termed
as RET) is calculated using the position information available in the RUPDATE messages.
Route breakages can be predicted in advance by the use of periodic Route Updates. When the
Route Maintenance mechanism indicates a source route may be broken, S can attempt to use
any other route it happens to know to D, or can invoke Route Discovery again to find a new
route for subsequent packets to D. Route Maintenance for this route is used only when S is
actually sending packets to D.

In GPEAR, Route Discovery is entirely "on demand". In particular, unlike other
protocols, GPEAR requires no periodic packets of any kind at any level within the network.
The Route Maintenance Mechanism in GPEAR on the other hand in proactive, since
RUPDATE messages are sent out regular intervals along an active route. The proactive route
mechanism however does not use any periodic broadcast of routing advertisement, link status
sensing, or neighbor detection packets. This lack of periodic broadcast activity allows the
number of overhead packets used by GPEAR to scale all the way down to constant value,
when all nodes are approximately stationary with respect to each other and all routes needed
for current communication have already been discovered. Network topology changes not

affecting routes currently in use are ignored and do not cause reaction from the protocol. In

25



response to a single Route Discovery (as well as through routing information from other
packets overheard). a node may learn and cache multiple routes to any destination. This
allows the reaction to routing changes to be much more rapid, since a node with multiple
routes to a destination can try another cached route if the one it has been using should fail.
This caching of multiple routes also avoids the overhead of needing to perform a new Route

Discovery each time a route in use, breaks.

The key feature of GPEAR is the use of source routing. That is, the sender
knows the complete hop-by-hop route to the destination. These routes are stored in a route

cache. The data packets carry the source route in the packet header. When a node in the
adhoc network attempts to send a data packet to a destination for which it does not already
know the route, it uses a route discovery process to dynamically determine such a route.
Route discovery works by flooding the network with route request (RREQ) packets. Each
node receiving a RREQ rebroadcasts it, unless it is the destination or it has a route to the
destination in its route cache. Such a node replies to the RREQ with a route reply (RREP)
packet that is routed back to the original source. RREQ and RREP packets are also source
routed. The RREQ builds up the path traversed so far. The RREP routes itself back to the
source by traversing this path backwards.

The route carried back by the RREP packet is cached at the source for future use. If
any link on a source route is broken, the source node is notified using a route error (RERR)
packet. The source removes any route using this link from its cache. A new route discovery
process must be initiated by the source, if this route is still needed. GPEAR makes very
aggressive use of source routing and route caching. No special mechanism to detect routing
loops is needed. Also, any intermediate node caches the source route in a packet it forwards

for possible future use.

A detailed description of the protocol is presented in the following sections.
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422 Route Expiry Time

A route is as strong as its weakest link; hence the Route Expiry Time (RET) is the
minimum Link Expiry Time (LET) of the route. For eg from figure 4.1 for the route ABCD
E F, between nodes A and F the link expiry times are L1, L2, L3, L4, LS for the links A-B,

B-C, C-D, D-E, E-F respectively. The RET is then min (L1, L2, L3, L4, L5).

Fig 4.1 Route Expiry Time

Predicting Route Expiry Time
If the motion parameters of two neighboring nodes (i.e. speed, direction, radio

propagation range, etc.) are known, the time for which the two nodes will remain connected

can be estimated. For example from figure 4.1, nodes A and B are within transmission range
r of each other. The current co-ordinates (time t) of mobile node A are (X, ya) and the co-
ordinates of node B are (Xp, ¥p)- If the previously cached co-ordinates (at time t,) of mobile
node A are (Xaps Yap) and the co-ordinates of mobile node B are (xpp,ybp). The velocities of
A and B are v, and v}, respectively and 8, and 85 (0 <6,, 8, < 27) are the directions in which
A and B are moving. The velocity and direction information can be obtained from the current

and previous position of Node A and Node B.

The velocity and the direction information of nodes A and B are obtained by:

Vg = ﬂxa)z (el s Vb= /(i) * (V)

6, =tan & (Vya/Vxa):  Bp=tan i (Vyb / Vxa)
Where:
Vxa = Xa—Xap : Vya = Ya=— Yap; Vxb = Xp = Xbp ; Vyb = Yb~ Ybp
to—t to-t tp—t tp—t
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Then. the amount of time the mobile hosts will stay connected, Ly is predicted by:

L.= -(mntop)t ﬂm 2-*-n))r2 -(m p-on)2

2
m3+n

Where:

m= v, cos 0, — vi cos Oy, n =Xy - Xp, 0 = vy sin 8, —vp sin Bp, and p=ya- ¥b

In case there has been no movement then L (Link Expiry Time) becomes co. The minimum

of the estimated LETs gives the RET.

4.2.3 Routing Structures

Other than the Route Cache described in Chapter3, GPEAR maintains various tables

o assist the protocol in the process of route establishment and maintenance.

4.2.3.1 Neighbor Table (Table 4.1)

Each node running GPEAR, maintains a Neighbor table that is used for recording

the position of next hop nodes. Neighbor Table aids GPEAR in the process of RET

prediction. The fields of the neighbor table are as follows:

e Neighbor IP Address (Node ID)

e Node’s Previous X Position (My Position — Xprev)
e Node’s Previous Y Position ( My Position — Yprev)
e Node’s Current X Position (My Position — Xcur)

e Node’s Current Y Position (My Position — Ycur)

Neighbor’s Previous X Position (Neighbors Position — Xprev)
Neighbor’s Previous Y Position (Neighbors Position — Yprev)
Neighbor’s Current X Position (Neighbors Position — Xcur)

* Neighbor’s Current Y Position (Neighbors Position — Ycur)

e Time, at which the Entry was last updated. (Time)

e LET(LET)
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My Position Neighbors Position
Node Id

Time Let

Xprev | Yprev | Xeur | Yeur |[Xprev| Yprev] Xcur [ Yeur

Table 4.1 Neighbor Table
On receiving the position of its neighbors, as a part of control packets, a node
updates its table by transferring Xcur, Ycur to Xprev and Yprev and transferring the
positions received (from the control packet) to Xcur and Ycur. Each time a neighbor’s
position is updated, a node also updates its own position information and the time stamp.
LET is calculated using the formula for L, given in section 4.2.2. When a node is added to
the neighbor table for the first time (i.e. its Xcur and Ycur fields are empty) a Static LET is

calculated using, the distance between the nodes and an estimated average speed of

movement (V,yg). Then the LET is given by:

r -J(Xz'xl) 2+ (y3y) 2
I’t =

Vavg
Where x», y, — are the neighboring nodes co-ordinates
X1, y) — are the nodes own co-ordinates.

4.2.3.2 Request Table (Table 4.2)
Every Time a node attempts an RREQ (sec 4.2.4) to the destination, either for itself

or on behalf of another node it updates its Request Table. The fields in the request table are:

* ID of the requesting node

* Route Request sequence number.

* Number of pending Route Requests

* The time at which the last Route Request was sent
* The time at which the last ARP was sent

When a node sends or receives a RREQ it updates its request table. It checks its

request table for any previously received RREQ from the same node, if there exists such an
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entry, it checks the sequence number ficld. If the stored sequence number is less than the
sequence number on the RREQ message, then the Request Table is updated and the RREQ
message is propagated further. Otherwise it is a stale RREQ propagating around the network,

and needs to be ignored. Thus GPEAR is able to filter out stale route requests.

Node Id|Node Id|Req No |No.of pending | LTime
source| dest RtReq

ARP[RtReq

Table 4.2 Request Table
The request table is constantly monitored by a timer-based function, which removes
any stale RREQ entry, and if the number of outstanding RREQ exceeds a constant
MAX_RREQ_RETRIES, then the entry for that node is deleted. The RREQ entry for a node
is also removed when a RREP is received for the requested destination.
4.2.3.3 SRRoute Table (Table 4.3)
SRRoute Table is used for Ring Search (sec 4.2.4) by the source node. The fields in

the SRRoute are:
. ID of destination node, for which RREQ was sent out.

* TTL.

Net ID TTL

Table 4.3 SrRoute Table

When a source node sends out a RREQ it records the TTL at which the RREQ was

sent in its SRRoute table.
4.2.3.4 Energy Table (Table 4.4)

While other Routing T ables are used for Route Acquisition, Energy Table is used

for the forwarding data packets. The fields in the Energy Table are:

* Neighbors ID (Node 1d)
. Power at which data packets have to be forwarded to the neighbor. (TxPow)
* Power consumed because of this process. (TxCons)
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Node Id | TxPow| TxCons

Table 4.4 Energy Table

4235 Dest Table (Table 4.5)
The Dest Table is used for prediction of LET, as a part of route maintenance (sec

4.2.5). The fields of the Dest Table are:
. ID of the Source Node

. The Source Route along which the last data packet was received.

o The time at which the last Route Update (RUPDATE) was sent.

SrcID [SrcRoute| Tupdate

Table 4.5 Dest Table

4.2.4 Route Discovery
Route Discovery in GPEAR is purely on-demand and occurs when a node requires

a route to destination for which it does not already have a recorded route. Such a node

initiates route discovery by broadcasting a Route Request (RREQ) packet. The message

format of the RREQ is as shown in fig 4.2

Type | TTL |
Source Id
Broadcast Id
Flags | Hopcount [SequenceNe.
Dest Id

—X Co-ordinates—

=Y Co-ordinates

Src R.oute

Fig 4.2 Format of RREQ

Route Requests (RREQ)

No flags are used in case of RREQ messages. The Hop Count field is initialised to
zero by the source of the RREQ and is incremented each time the RREQ is forwarded. The
sequence number of the RREQ ensures the freshness of the RREQ to the node. Each time a

RREQ is re-propagated for the same destination the RREQ sequence number is incremented
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by the source. The node requesting the route places its own [P address, broadcast 1D, the
destination’s IP address. sequence number of the request and its X and Y co-ordinates in their
respective fields and broadcasts the RREQ.

Forwarding of Route Requests

A node receiving a RREQ first updates its neighbor table (the last node in the
source route is the neighbor), and its request table. The source route in the header is reversed,
and stored its primary cache. This reverse route may be used later. The node checks its cache
to see whether it has a route to the requested destination. In order to respond to a RREQ, a
node must be the destination itself, or it must have an unexpired route to the destination with
a TTL lesser than MAX_TTL. If this is the case, the node generates a RREP. Otherwise it
rebroadcasts the RREQ. Before it does so, it increments the hop count, replaces the X-Y co-
ordinates in the header with its own, adds its IP address to the source route. Figures 4.3 a,
4.3b, 4.3c show the propagation of route request through the network (the shaded nodes are
the ones that have received the RREQ broadcasts).

A node may receive the same RREQ multiple times. The RREQ is propagated only
if the sequence number of the RREQ is greater than the sequence number stored in request
table, otherwise it is dropped. Ring Search is used to limit the broadcast range of RREQ.
This technique allows the source node to search increasingly larger areas of the network if a
route to the destination is not found. Each time a node initiates a route discovery process for
some new destination, it must broadcast a RREQ across the network. For a small network,
the impact of this flooding is minimal. However, for a large network, the impact may become
increasingly detrimental. To control network-wide broadcasts of RREQs, the source node can
use expanding ring search. This technique allows the source node to search increasingly
larger areas of the network if a route to the destination is not found. To use the expanding
ting search the source nodes sets the Time To Live (TTL) value of the RREQ to an initial

value. If a RREP is not received within the discovery period, then the TTL is increased by an

32



incremental value, this process is repeated until a threshold (TTL _threshold) is reached. After
which the TTL is set to MAX_TTL and then propagated through the entire network. The
TTL with which each RREQ is propagated is recorded in the Request Table. If a route
expires and a RREQ (secondary RREQ) is propagated through the network to re-establish a
route then, the RREQ is propagated with the TTL recorded in the request table. This allows

the source node to first search the area where the destination was last present.
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Fig 4.3 Propagation of Route Request
Route Reply (RREP)

As stated in the previous section, a node can respond to the RREQ if it is the
destination itself, or if it has current route to the destination. When a node fulfils either of

these requirements, it unicasts a RREP back to the source node. The format of the RREP

message is as shown in fig 4.4.

Type | TTL |
Squrce Id
Dest Id
Flags | ReplyLen |

—X Co-ordinates—

Y Co-ordinates-

RET—

Src Route

Fig 4.4 Route Reply Format
The only flag that is of any significance in RREP is the Gratuitous Flag (G), to
indicate whether the RREP is gratuitous. The Reply length field gives the hop count of the
path between source and destination. The destination places its X-Y co-ordinates and RET in
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their respective fields in the RREP message; RET placed by destination will be MAX_RET.
If the node responding is not the destination; then the route length is the sum of the number
of hops between the source node and responding node, and the number of hops between the
responding node and the destination node. The RET will be the RET of the route between the
responding and the destination nodes.

A node receiving the RREP, updates its cache and neighbor table, it then unicasts
the RREP to the next hop in the source route. Before doing so, it replaces the x-y co-
ordinates in the RREP with its own, calculates the LET between itself and the node from
which it has received the RREP. The RET in the RREP is replaced by the minimum of LET
calculated and the RET received with the RREP. This continues until the RREP reaches the
source node. Figure 4.5 is an example of the destination node responding by sending RREP

back to the source.
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Propagation of Route Reply

Once the source node receives the RREP, it can use the route to send data packets to
the destination. The source route and its RET are transferred to the primary route cache. In,
the event, that more than one RREP is received the selection of the route is obtained using
the relationship:

W1 * (RET) + W2 * (number of hops) + W3 * (time at which the route was cached)
Where: RET - is the Route expiry time that is calculated based on position information.

Number of hops — is the number of intermediate hops between the source and

destination node pair.
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The weights (W, Wa, W3) allotted to the three selection criteria need not be

evenly distributed. Allocation of weights is based on the mobility pattern, as the mobility
increases the weightage allotted to RET is increased [27.28). During initial route formation,
the weights are allotted statically; as the mobility pattern emerges, the protocol (GPEAR)
automatically updates weights. GPEAR can allocate any value ranging from 0 -1, based on
the estimated movement of nodes within the network. The movement pattern is obtained
from the position information that is circulated in the RUPDATE messages (sec 4.2.5). All
routes obtained using the formal route discovery process are stored in the primary cache.
Gratuitous Route Replies

Since overhearing is allowed, and it is possible because of the broadcast nature of a
wireless network. a node overhearing a RREQ, can respond with a RREP if it has a recently
cached route to the destination. In this case the G-flag is set indicating a Gratuitous RREP.
The format of RREP remains the same. The source ID will be that of the node sending the

RREP, and X-Y co-ordinates will also be that of the responding node.

In case a RREP is not received within RREQ_TIMEOUT seconds with TTL value

equal to MAX_TTL, the source node assumes that a route is not available to the destination.

4.2.5 Route Maintenance

Conventional Routing Protocols integrate route discovery with route maintenance
by continuously sending periodic routing updates. If the status of a link or router changes, the
periodic updates will eventually reflect the changes to all other routers, presumably resulting

in the computation of new routes. However, using route discovery, there are no periodic

messages of any kind from any mobile hosts. Instead, while a route is in use, the route

maintenance procedure mMONitors the operation of the route and informs the sender of any

Possible routing errors.
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Since the protocol is predictive in nature, route breakages are detected in advance,
and routes to a destination in use are repaired in advance. To predict the state of a route
regular Route Updatc (RUPDATE) messages are unicasted from the destination to the

source, along the route over which it had last received a data packet. The format of a

RUPDATE message is shown in figure 4.6

Type | TTL |
Source Id
Dest Id

Flags |
X Co-ordinates

Y Co-ordinates
—RETF

Src R'oute

Fig 4.6 Format of RI.JPDATE message

The destination places its X-Y co-ordinates and an RET equal to MAX_RET. The
packet is forwarded in the direction of the source. An intermediate node receiving the
RUPDATE packet updates its neighbor table and calculates the LET using the X-Y
information sent by the node forwarding the packet. The node checks whether the LET
calculated is greater than T_OPT. If the value is greater, the node replaces the RET in the
RUPDATE header with the minimum of the calculated LET and the received RET. It also
replaces the X-Y information in the header with its own X-Y co-ordinates and forwards it to
the next node on the source route. This process is continued until the RUPDATE reaches the

source. A LET lesser than T_OPT is an indication of an imminent link break, so the node

attempts local repair.

Local Repair
From figure 4.7 the path between source node 4 to destination node 12 is 4-5-9-12.

The route fails if any of the links 4-5 or 5-9 or 9-12 break. A RUPDATE message originated

by node 12 will travel via node 9 and node 5 to node 4. If node 9 is moving in a direction
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opposite to that of node 12, it will be detected when node 9 calculates the LET, hence it will

attempt route repair.
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Fig 4.7 Route Maintenance thro' Prediction and Local Repatr

Node 9 sends a Secondary Route Request (SRREQ) for nodel2. The format of
SRREQ is shown in figure 4.8. The main difference between the normal RREQ and SRREQ
is that the SRREQ will have the last known position of the destination on it. When a node
receives a SRREQ it checks the destinations co-ordinates in the header. If it is along the
direction of destination, then SRREQ is forwarded otherwise it is dropped. This limits the

RREQ broadcasts directionally. The TTL in header is set to the hop count between nodes 12

and 9 plus 1. Ring search is also employed in case of local repair.

Type [ TTL |
s Source Id
Broadcast Id

Flags ___| Hopcount |
_DestId

—X Co-ordinates

Y Co-ordinates—

Dest C o-ordinates

Src Rpute

Fig 4.8 Format of .SRREQ message
As shown in fig 4.7 node 9 may form a route to node 12 through node 8. When a
new route js formed as a result of local repair a gratuitous RREP is sent to the source, with
the Repair flag (R) set to indicate that the route has been obtained as a result of an update

process. Henceforth the data packets will be routed through this new path.
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In cases, where local repair completely fails, or a node shuts down, then Route
Error process takes over.

Route Error
When a link failure with a neighbor occurs, the node removes the entry of that
neighbor from the neighbor table, removes any route that will involve the neighbor from its

cache, it then unicasts a RERR message to the source and the destination. The format of the

RERR message is shown in figure 4.9.

Type | TTL |
Sousrce Id
Dest1d

Flags Error Count |
Broken Links

Fig 4.9 Format of RERR Message
The error count field gives the number of links that are down. When a node
receives a RERR it updates its routing structures and forwards the RERR message. When the

RERR reaches the source, it examines its cache for an alternate route, if not available, it

sends out a SRREQ with the last known co-ordinates of the destination.
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Fig 4.10 Route re-formation

Fig 4.10 illustrates the process by which RERR messages and routes are repaired,
due to the shutdown of node 9.In caseé of figure 4.10 the RERR is sent only in the direction of
the source, since node 9 is the penultimate node in the source route and it is node 5 that has

detected the link error. The source does route discovery process again to obtain the route 4-5-

6-8-12.
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In the case when a node at the centre of the source route fails, the RERR message
will be sent either in the direction of the source or destination depending upon the node
detecting the link error. If the node upstream, to the erroneous node, detects the link error

then the RERR is propagated in the direction of the source, else it is sent in the direction of

the destination

4.2.6 Energy Consumption
A node employing GPEAR varies the energy level at which each data packet is

transmitted according to the transmission distance. Control packets, except for the

RUPDATE messages, are sent with maximum possible energy. The Energy Table (sec
4.2.3.4) carries information regarding the neighbors’ last known position. Based on this
information, the energy with which the data packets have to be transmitted is calculated.

The data stored in the energy table determines the energy with which each data
packet is forwarded to its neighbors. RUPDATE messages are sent at a slightly higher energy
level as compared to the data packets; this is to ensure that the RUPDATE messages are not
lost due to node movement. The direction of transmission, as in case of any on-demand

routing protocol, remains omni-directional. Due to the control of energy levels at which data

packets are transmitted, the overall energy consumption in the network is reduced

considerably.
A detailed analysis of GPEAR and its results are provided in the next chapter

(Chapter 5).
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Chapter 5 - IMPLEMENTATION AND RESULTS

GPS based Predictive Energy Aware Routing For

MANETs (GPEAR)

5.1 Introduction

The validation and evaluation of adhoc routing protocols can be exceedingly difficult.
Creating repeatable scenarios with tens, hundreds, or even thousands of mobile nodes, or
creating multiple scenarios with only small variations, is quite challenging. One of the

methods by which protocol design can be tested is through formal verification of the

protocol.

Simulation is another tool that can validate the operation of the protocol. Simulation
enables a protocol to be tested in numerous scenarios, where one parameter or metric can be
isolated to test the effects of that variable. To study the characteristics of GPEAR,
simulations of the protocol have been created to test it in variety of repeatable scenarios.
Simulation provides a method by which, the basic functionality of the protocol can be
validated, and it can be an invaluable tool in refining the protocol design. Numerous
simulations, with minor variations that address specific aspects of the protocol, can be run.

To study the performance of GPEAR, its unicast operation has been simulated. For
unicast, it is important to establish that GPEAR is able to find routes whenever such routes
exist and are needed. This can be evaluated through examination of the number of data
packets that are delivered to their destinations. The more the data packets that GPEAR is able
to deliver, the better its route finding and maintaining ability.

The simulations described here were performed using the ns-2 Network Simulator

developed by University of California, Berkley [28]. The simulator ns-2 is written in C++
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[29] with an Object-orientated Tool Command Language (Otcl) [30,31] interpreter as front
end. The simulator supports a class hierarchy in C++, and a similar class hierarchy within
OTecl interpreter. The root of this hierarchy is the class Tcl Object. New simulator objects are
created through the interpreter; these objects are instantiated within the interpreter, and are
closely mirrored by a corresponding object in the compiled hierarchy. The interpreted class
hierarchy is automatically established through methods defined in the class TclClass; user
instantiated objects are mirrored through methods defined in the class TclObject.

The simulator uses two languages because ns-2 has two different kinds of functions to
perform. On the one hand, detailed simulations of protocols requires a systems programming
language which can efficiently manipulate bytes, packet headers, and implement algorithms
that run over large data sets. For these tasks, the run-time speed is important and turn-around
time (run simulation, find bug, fix bug, recompile, re-run) is less important.

On the other hand, a large part of network research involves sensitivity of the network
behavior to slightly varying parameters or configuration variations, or quickly exploring a
number of scenarios. In such cases, iteration time (change the model and re-run) is more
important. Since the node configuration script runs only once (at the beginning of the
simulation), run-time of this part of the task is less important.

C++ and Otcl meet both of these needs of ns-2. C++ is fast to run, but slower to
change, making it suitable for detailed protocol implementation. OTcl runs much slower but
Can be changed very quickly (and interactively), making it ideal for simulation configuration.
Tclel provides a glue to make objects and variables appear on both languages.

The GPEAR ns-2 simulations were carried out on the Windows operating system.
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5.2 Simulation Environment

The network stack that is implemented in ns-2 is shown in fig 5.1. This network stack
is a permanent format that is used by ns-2 for routing in MANETS. The routing protocol
GPEAR has been implemented and added to the network stack in ns-2.

5.2.1 Mobility Model

Node mobility in these simulations has been modeled using the Random Waypoint
mobility model (32]. At the beginning of the simulation, the Random Waypoint Mobility
model randomly places the nodes within the predefined simulation area. Each node then
selects a destination within that area and a speed from a user-defined maximum speed. The
node travels to its selected destination at the selected speed. Once it reaches the destination, it
is a stationary for some pre-defined pause time. At the end of the pause time, it selects a new
destination-speed combination, and then resumes movement. This model causes continuous
changes in the topology of the network.

Programs for scenario-generation are available in ns-2. These programs use UNIX-OS
specific commands and hence run only on UNIX environment. Using the basic algorithm for
random waypoint model available in ns-2, scenario-generation has been implemented using
VC++. The routines developed for scenario-generation are independent of ns-2, and do not
use any ns-2 specific classes or methods.

While running the simulations, an interesting behavior of the mobility model was
noticed. The average number of neighbors observed at a given node periodically increases
and decreases as the simulation progresses, where the frequency of change is relative to the
speed of the nodes. Figures 5.2 to 5.5 illustrate the average number of neighbors per node in

a 100-node network during 1000 seconds of simulated time. The room size for these
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simulations was varied from 500mx1000m to 1500x1500m. The nodes have a transmission

radius of 250m.

The fluctuation scen in these figures is due to the inherent characteristics of the
mobility model. Because a node must choose a destination in the simulation area, the node is

most likely to travel in the direction in which there are the most destinations from which to

choose. This predisposes nodes to choose destinations in middle of the area, or destinations

that they reach by traveling through the middle. This characteristic creates a situation in

which density waves occur. Nodes seemingly converge in the center of the area, then
diverge, and then re-converge. This effect can be seen in figures 5.6 to 5.8. The figures show

the movement pattern of some of the nodes at varying speeds of 1m/s to 30m/s.

In order to enable direct, fair comparisons between the protocols, it was essential to

ascertain the ruggedness of the protocols with identical loads and environmental conditions.

Each run of the simulator accepts as input a scenario file (APPENDIX-A has an e.g. of a

typical scenario file) that describes the exact motion of each node and the exact sequence of

packets originated by each node, together with the exact time at which each change in motion

or packet origination is to occur. 1750 different scenario files (details are described in sec

5.3.4) with varying movement patterns, speeds and network area were pre-generated. All

routing protocols were run against each of these scenario files. Since each protocol was

tested under similar conditions in an identical fashion, it is reasonable to directly compare the

behavior of the protocols.

Around 30,000 simulations where run to obtain the results that have been analyzed
)

in this chapter.
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5.2.2 Physical and Data Link Layer Model

To accurately model the attenuation of radio waves between antennas close to the

. . 2
ground. radio engineers typically use a model that attenuates the power of asignal as 1 /r” at
. . , 4 :
short distances (where r is the distance between the antennas), and as 1/r” at longer distances.

The crossover point is called the reference distance, and is typically around 100 meters for
outdoor low-gain antennas 1.5m above the ground plane operating in the 1-2GHz band [33].
Following this practice, the signal propagation model combines both a free space propagation

model and a two-ray ground reflection model. When a transmitter is within the reference

distance of the receiver. the free space model is used where the signal attenuates as 1 / r2.

Outside of this distance, we use the ground reflection model where the signal falls off as l/r4.

Each mobile node has one or more wireless network interfaces, with all interfaces
of the same type (on all mobile nodes) linked together by a single physical channel. When a
network interface transmits a packet, it passes the packet to the appropriate physical channel

object. This object then computes the propagation delay from the sender to every other

interface on the channel and schedules a “packet reception” event for each. This event

notifies the receiving interface that the first bit of a new packet has arrived. At this time, the

power level at which the packet was received is compared with two different values: the

carrier sense threshold and the receive threshold.

If the power level falls below the carrier sense threshold, the packet is discarded as

noise. If the received power level is above the carrier sense threshold but below the receive
threshold, the packet is marked as a packet in error before being passed to the MAC layer.

Otherwise, the packet is simply handed up to the MAC layer.

Once the MAC layer receives a packet, it checks the packet to ensure that its receive

» If the receiver is not idle, it indicates that a packet (p,) is already
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being received: hence. one of the two things can happen. If the power level of the packet (p;)

already being received is at least 10 dB greater than the received power level of the new
packet at the wireless interface, capture is assumed. As a result of the capture, the new packet

is discarded. and the receiving interface is allowed to continue with its current receive

operation of packet p;. Otherwise, it is presumed that a collision has occurred and both

packets are dropped.

If the MAC layer is idle when an incoming packet is passed up from the network
interface, it simply computes the transmission time of the packet and schedules a “packer
reception complete” event for itself. When this event occurs, the MAC layer verifies that the
packet is error-free, performs destination address filtering, and passes the packet up the

protocol stack.

5.2.3 Medium Access Control

The link layer of the simulator implements the complete IEEE 802.11 standard
[34,35] Medium Access Control (MAC) protocol with Distributed Coordination Function
(DCF) in order to accurately model the contention of nodes for the wireless medium. DCF is
similar to MACA [36] and M ACAW [37] and is designed to use both physical carrier sense
and virtual carrier sense mechanisms (o reduce the probability of collisions due to hidden
terminals. The transmission of each unicast packet is preceded by a Request-to-Send/Clear-
to-Send (RTS/CTS) exchange that reserves the wireless channel for transmission of a data
packet. An Acknowledgment (ACK) follows each unicast packet correctly received to the
sender, which retransmits the packet a limited number of times until this ACK is received.

Broadcast packets are sent only when virtual and physical carrier sense indicate that the

medium is clear, but they are not preceded by an RTS/CTS and are not acknowledged by

their recipients.
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5.2.4 Address Resolution

Since the routing protocols all operate at the network layer using IP addresses, an
implementation of ARP [38], modeled after the BSD UNIX implementation [39], was
included in the simulation and used to resolve IP addresses to link layer addresses. The

broadcast nature of an ARP REQUEST packet and the interaction of ARP with on-demand

protocols make ARP an important component of the simulation.

5.3 Simulation Results and Analysis

5.3.1 AODV Vs DSR

Both AODV and DSR have received a lot of attention in recent times. Numerous
comparisons of AODV and DSR have been carried out on various simulators [40,41,42 43].
These comparisons provide varied results and conclusions. To confirm these results and
supplement them, simulation based analysis of AODV and DSR was done.

All previous comparisons of the two protocols have been carried out using a 50-node
scenario, low traffic load and low speeds. These comparisons were done for a short periods
of time ranging from 100 seconds to 900 seconds. It was assumed that the behavior of a
network could be predicted from its behavior in its first 900 seconds. To verify the validity of
this assumption simulations were carried out for varying time periods. The simulations were

carried out using DSR as the routing protocol. The results of these simulations are shown in

fig 5.9. Packet delivery ratio (PDR) is the metric that has been used as a basis for this

comparison and the protocol tested is DSR.
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The network scenarios on which the test was carried out were stationary (i.e.) node
mobility was zero. In case of mobile scenarios the density pattern of the network, changes
with node mobility. causing variations in Packet delivery ratio. The number of nodes in the
network was set to 100, within a network area of 1000x1000m. The results in fig 5.9 are an
average of 10 simulations. As node positions are chosen at random, different scenarios
produce varying results. Hence an average of 10 such scenarios is taken so as to gauge the
actual performance of the protocol. A total of 25 connections were set-up with a traffic rate
of 4 packets/sec. The type of traffic simulated was UDP-CBR ([44,45].

The packet delivery ratio at the end of 100 secs was found to be 99.99%, and the
packet delivery ratio (PDR) drops with time. At 500 secs, the PDR has dropped to 99.87%,
dropping further to 99.58% at 1000 secs. The decrease in PDR (fig 5.9) is almost exponential
in nature. The PDR relatively stabilizes around 1500 secs. The stability in PDR can be
explained by examining the cache statistics. The cache statistics of one particular scenario is
shown through figs 5.10 to 5.15. The scenario for which cache statistics was plotted is shown
in fig 5.16. The nodes, which are either the source or the destination of the traffic, are
highlighted in fig 5.16.

The number of routes recorded in the primary and the secondary cache has been

traced at various time intervals. The number of entries in the primary and secondary cache

has been restricted to 100 entries, with the maximum route length set to 25 (which is a fourth

of the number of nodes in the network).

The activity in the cache, which is the number of routes added or deleted from the

cache, is high for the first 500 seconds of the simulation. The cache activity continues albeit

at a lesser rate even after 900 seconds. Not only the secondary cache, but the primary cache

also gets updated, i.e. the formal route discovery process was still going on. DSR has no

47



mechanism to halt a route discovery process, once a route to the destination has been
discovered. The cache activity reduced at around 1500 seconds and reached an insignificant
level at 3000 seconds. especially in case of the source and destination nodes.

DSR secarches the cache for the shortest route for every packet it sends out. As newer
routes are discovered or overheard, the routes used by the data packets keep changing,
providing varied PDR. The change in PDR due to the latently cached routes may not be
significant in case of DSR. as it uses the shortest route as its routing criteria. But GPEAR
uses a combination of shortest route, the time at which the route was cached and RET as the
routing criteria. Since the time at which the route was cached is also a routing criterion, the
variation in the route used by each packet is higher in case of GPEAR [26,27].

Another reason for the varying PDR is the interface queue, which buffers the data and
the control packets. DSR uses a drop-tail priority queue, which gives a higher priority to
control packets as against the data packets, as a result, as long as the control traffic persists,
data packets will be dropped, causing a variation in PDR.

Since network behavior stabilizes at about 3000 seconds with the current cache size

and because GPEAR also uses source routing mechanisms, most of the simulations that

were run to analyze the behavior of GPEAR were restricted to a simulation time of 3000

Seconds.

A similar analysis was carried using AODV as the routing protocol. The PDR as a
function of simulation time is depicted in fig 5.17. In order to obtain a fair comparison, the
network scenarios and traffic loads, used for analyzing the performance of AODV as a
function of the simulation time, were same as the ones used for the analysis of DSR.

The PDR of AODV unlike that of DSR was found to be relatively constant for the

first 1000 second of the simulation dropping only from 99.85% to 99.54%. The PDR dropped
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exponentially from 98.799% at 1500 seconds to 90.73% at 10,000 seconds, after which the
PDR stabilized to around 91%. This peculiar behavior of AODV as compared to DSR is due
to the heavy broadcast storms that occur due to the nature of AODV's route maintenance.
The initial stability in AODV’s behavior is due to the fact that AODV does not follow an

aggressive caching policy. and any route discovery process is halted once a route to the

destination has been obtained

The number of control packets as a function of simulation time is shown in fig 5.18.
The number of control packets rose rapidly from 11,489 packets at 100 seconds to 14,77,197
packets at 15,000 seconds; whereas in case of DSR (fig 5.19), the increase in control packets

was from only 521 at 100 seconds to 22,870 at 3000 seconds, with very little increase in

control overhead to 23.570 at 10,000 seconds.

In case of DSR very few routes are cached or deleted after 3000 seconds,
COnscqucnlly, the control overhead is nearly constant after 3000 seconds. In AODV every
node, as a part of the route maintenance mechanism generates “HELLO” packets to its
neighbors, every few seconds, to indicate it is alive. As the simulation proceeds, the number
of these “HELLO" packets increases (fig 5.20), and the control packets clash with the data
packets for transmission. Due to the nature of the drop-tail queue, which has control packet

priori[y the number of data packets dropped as against the control packets increases.

The pattern of the control packet increase (fig 5.18) is entirely different from the
HELLO packet increase pattern (fig 5.20). Fig 5.21 depicts the composition of HELLO
Packets in the control overhead as a function of the simulation time. The ratio of HELLO
packets to the total number of control packets decreased with time from 87% at 100 seconds

(0 14% at 10.000 seconds, before it increased t068% at 15000 seconds. This behavior when
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interpolated with the plot of the ratio of the RERR packets to HELLO packets as a function
of time (fig 5.22) can be used to explain the behavior of AODV as regards the PDR.

As broadcast storming increases due to the HELLO packets, a number of data packets
are dropped. causing RERR messages (0 be sent out. These RERR trigger either local repair
or rediscovery of routes, as a result RREQ messages and RREP are generated, adding to
control overhead. The ratio of RERR packets to HELLO packets increased from 0 at 100
seconds to 21% at 10.000 seconds before it dropped to 2.8% to 15,000.

Due to the effect of broadcast storming the PDR drops with the simulation time.
When the storm settles down at around 10,000 seconds, the network stabilizes, producing a
relatively stable, though low PDR of 91%. This can be furthered explained using fig 5.23,
which is a plot of the percentage of packets received non-optimally (i.e.) packets that are
longer routes when shorter ones are available. The rate at which the number of

received using

packets received non-optimally rose from 18.78% at 100 seconds rapidly to 59.73 % at

10,000 seconds. This increase in route length, despite only a single route being cached by the

route discovery mechanism of AODV (AODV drops all routes except the shortest one),

could only mean that the routes where lengthened due to the local repair mechanism

triggered as a result of route errors. In a stationary network, with a huge amount of initial

battery power (1000 Joules) the main reason for route breaks, or drop of packets, can be
solely attributed to broadcast storming.
In case of DSR (fig 5.23b) non-optimality increased slightly from around 20 % at 100

seconds to 28% at 3000 seconds before it relatively stabilized at that value. This is again

consistent with the caching behavior, and the relatively stable control overhead of DSR.
The effect of broadcast storms is particularly pronounced in AODV. Broadcast

) : )
storms were one of the reasons why GPEAR’s route maintenance mechanism was
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restricted to the active route and is unicasted along the reverse route instead of being
broadcasted.

This comparison of AODV and DSR was carried out to supplement the already done
work and to analyze the nuances of the behavior of an adhoc network, so as to develop a
protocol (GPEAR) that will overcome the inherent disadvantages that may exist in either of

these benchmark protocols and improve upon their performance under mobile scenarios.

5.3.2 Effect of an Intelligent Caching Scheme on Network Performance
On-demand routing protocols for MANETS utilize route caching in different forms
in order to reduce the routing overheads as well as to improve the route discovery latency.
For route caches to be effective, they need to adapt to frequent topology changes. Cache
staleness in DSR can significantly degrade its performance. GPEAR employs an intelligent
caching scheme to supplement the network’s performance. In order to study the effects of

caching policy on the network behavior, the caching scheme implemented by DSR was

modified to support intelligent addition and replacement of routes (Chap3).

The metrics that were used for evaluating the effect of the caching policy were:
Packet delivery ratio, Path optimality, Cache size and Simulation Time Variations.
Simulation analysis was carried out for varied network scenarios. The network area covered
was 1000 x 1000m with 100 nodes. The simulation was carried out for varied pause times.
The pause time variation catered to varied network scenarios- completely stationary
Scenarios to highly mobile scenarios. The speed of the nodes was varied from 1m/s to 30m/s.

The simulation was carried out for a total time of 3000 seconds. The traffic scenario used
Was same as the one employed for the AODV vs DSR simulations.

Packet Deliver Ratio (PDR)

51



Fig 5.24a shows the PDR as a function of simulation time. Three caching schemes
were analyzed - (i) the cache scheme originally employed by DSR (ii) the caching scheme

modified to include intelligent addition and (iii) the caching scheme modified to include both

intelligent addition and replacement (LRU/LRO) policy [Chap 3.3].
Under low mobility conditions the caching policy used had little effect. The PDR gain

due to intelligent addition (scheme-1) was just 0.002% and in case of intelligent add and

replace (scheme-2) it was just 0.04%. As the node mobility increased, the effect on PDR was

more pronounced. An expanded view of the PDR vs pause time in shown in figs 5.24b, 5.24c

and 5.24d. The gain in PDR in case of scheme-1 increased from 0.02% in case of a stationary
scenario to 4.5% in case of a completely mobile scenario (pause time — O seconds). In the

case of scheme-2 the gain in PDR increased from 0.04% to 6.1%.

Hence as mobility increases the effect of the caching scheme on PDR increases.

This pattern was repeated with different node speeds (20m/s: fig 5.25 a-d; 15m/s: fig 5.26 a-

d,;10m/s: fig 5.27a-c; Smis: fig 5.28: 1m/s: fig 5.29) with the best results being obtained for a

node speed of 15m/s. The gain in PDR as a function of pause time for different node speeds

when cache scheme-1(i.e. intelligent addition of routes) is used, is plotted in fig 5.30. In case

of low mobility scenarios there is a slight drop in PDR when scheme-1 is used. As mobility

increases more routes are broken, added and replaced. The effect of the caching scheme

hence is more pronounced. When nodes are stationary, cache activity is limited. From the

earlier analysis carried out on DSR, it takes 3000 seconds for the cache to be completely

filled in the case of stationary scenarios. Consequently the advantages of the caching scheme

are minimal. In case of scheme-2 the gain in PDR vs pause time for varying speeds is plotted

in fig 5.31. In case of scheme-2 as well, the best results were obtained for nodes with high

mobility. The gain in PDR was the highest at a node speed of 15m/s for both cache schemes
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['and 2. As the node speed drops, the effect of caching scheme on the PDR also drops. This
is due to two reasons: (1) as mobility drops the number of changes in the cache contents also
drops. As a consequence, the effect of caching scheme is minimal at low node speeds. (2)
The PDR of DSR is alrecady high with very little scope for improvement in terms of PDR.
The simulation results show that a good caching scheme can improve the PDR by

about 6% in case of high mobility scenarios. This underlines the importance of a good

caching scheme to improve the network performance.

Path Optimality

Most protocols use minimum number of forwarding hops between source and
destination i.e.. the shortest route as the route selection criterion, and the shortest route is
considered as the optimal route. In the absence of congestion or other “noise,” path
optimality measures the ability of the routing protocol to efficiently use network resources by
selecting the shortest path from a source to a destination. It is calculated as the difference
between the shortest path found internally by the simulator, when the packet was originated,
and the number of hops the packet actually traversed to reach its destination.

The percentage of packets sent non-optimally is plotted as a function of pause time
for different node speeds ((figs 5.33 through fig 5.38). All the figures indicate that the
caching scheme affects the route that a packet takes enormously. There is a 10-15 % increase
in the number of packets that are sent through non-optimal (longer) routes irrespective of
node mobility or speed in case of the intelligent cache scheme.

Any route obtained by a node is recorded in the cache (primary or secondary) only if
it is maximally disjoint to the other routes that are available in the cache. Due to this
restriction in caching of routes, there is a possibility that shorter routes are lost. Despite

longer routes being used by the packets the delivery ratio does not drop. On the contrary
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there is an increase in PDR. This is possible only if the routes that are dropped are the ones
that hardly contribute to the network performance. Another possibility that emerges from

these results is that: the shortest route need not always be the best possible route for the

highest PDR.

Cache Size

The cache statistics are shown in fig5.39 to fig 5.46. The cache statistics have been
plotted for a particular scenario for varying pause times. The node speed for which the cache
statistics has been plotted is 30m/s. The network behavioral pattern is similar for other
scenarios as well as node speeds. The primary and secondary cache size is defined in the
protocol in terms of routes that can be recorded. The maximum number of primary and
secondary route entries can be 100 in case of each cache.

In case of complete mobility (0-pause time) the primary cache and secondary cache is
nearly full. In case of DSR an aggressive caching policy is followed. As there is no
restriction on the type or the number of routes per destination cached, the cache is nearly full.
In case of intelligent caching, though the policy still continues to be aggressive, only disjoint
routes are cached. As a result fewer routes are cached. This, however, does not affect the
PDR, which in fact improves. Therefore the routes that are not recorded are not the ones
that contribute significantly to the network performance. In the case of some of nodes
(especially source nodes) the number of routes recorded by the intelligent caching scheme is
more than DSR (such cases are shaded in the figure).

This pattern can be observed in case of all pause times, except in case of stationary
is pattern

Scenario, | of a stationary scenario (pause time-3000) there is no mobility, hence very
10. In case

few route changes.
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The cache size in terms of bytes has been shown for 0-pause time in fig 9.40. Due to

the judicious use of*the address table (sec 3.4) GPEAR’s memory requirements are

approximately % ' of DSR’s.

Simulation Time Variations

The gain in PDR also varies as a function of simulation time. The PDR as the
function of simulation time is plotted in figs5.47 through 5.52, for a complete mobility
(pause time-0). The gain in PDR, which is around 1.5 % at 500 seconds, increases to 7 % at
2000 seconds. for a node speed of 30m/s, after which the gain in PDR stabilizes. This is
consistent with the simulation time analysis discussed in the previous section.

This pattern is consistent for various node speeds and the gain in PDR stabilizes at its
maximum value at around 2000 seconds. This is an indication that once the effect of the

cache and its contents stabilizes the gain stabilizes. Hence as the cache stabilizes, the

network behavior irrespective of the caching scheme, also stabilizes.

5.3.3 Effect of Routing Criteria on Network Performance [46]
The two most popular On-demand protocols are AODV and DSR. Both these

protocols use Minimum Number of Hops as routing criteria. Traditionally the shortest path
to the destination has been used as a routing criterion, whether it is stationary networks or
MANETS. The question is whether the shortest route is the best possible routing criteria for
MANETS?

In case of MANETS the following factors have to be have to contended with:

(a) Randomly changing network Topology (b) Non-Uniform Traffic (c¢) Random Movements

of nodes. So minimum number of Hops as a routing criterion may not be suitable for all

possible traffic and mobility patterns. All the nodes in a MANET are wireless. So density of
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a network also is an important factor in deciding the routing criteria. Hence a detailed
analysis of the network performance for different traffic and mobility scenarios with varying
routing criteria was also carried out.

While most of the protocols proposed for MANETS use the traditional minimum hop
routing criterion. a few of them use different routing criteria. For e.g. (i) Dynamic Load
Aware Routing Protocol (DLAR) [47] uses dynamic traffic load on a node. (ii) Signal
Stability Analysis Protocol (SSA) uses relative route stability [18]. (iii) Power Aware
Routing Optimization (PARO) uses distance between neighbors, so as to reduce power
consumption at a node [21]. It has been observed that all these protocols work well for some
network scenarios, but for not all scenarios. In order to discover the ideal routing criterion

DSR has been used as the benchmark protocol, and the routing criterion was varied to study

the network performance.
The four variations introduced in DSR were:

1.DSR - DSR with minimum number of hops as routing criteria (the original version).

2.SRETI- DSR with Route Expiry Time as the routing criteria. The Route Expiry Time

(RET) used here is static route expiry time, based on distance between nodes. If there exists a
route A-B-C-D-E; the LET of A-B is obtained as the fraction of distance between nodes A
and B and the estimated average speed of movement of a node A and B. A and B are here
assumed, to be moving in opposite directions. As usual RET is the minimum Link Expiry
Time. This form of RET calculation is termed as Static RET (SRET) as the strength of a link
is decided based on only its initial position and estimated speed and direction information,
The actual speed of movement of nodes or their direction of movement is not known. When
the estimated Static RET time becomes lesser than time Topt, the route discovery process is

triggered all over again. Topt 1S calculated using average route set-up time.
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3.SRET2- DSR with a combination of static RET and minimum number of hops as the
routing criteria. When the estimated SRET time of the route becomes lesser than Topt. then
route discovery process to the destination is initiated.

4.DRET- DSR with Dynamic RET as the routing criteria. The Dynamic RET of a path is
obtained by constant update of position information along a path. To achieve this Route
Update (RUPDATE) messages were introduced into DSR. In case of Dynamic RET as in
case of Static RET, a route is repaired in anticipation of a link break. Dynamic RET gives
a better estimate of network dynamics, since it is obtained using real-time information.

The metrics that were used for evaluating the effect of the caching policy were:
Packet delivery ratio, Path optimality and Control Overhead. Simulation analysis was
carried out for varied network scenarios. The network area covered was 1000 x 1000m with
100 nodes and the simulation was carried for varied pause times. The pause time was varied
o simulate completely stationary (o highly mobile scenarios. The speed of the nodes was
varied from 1m/s to 30m/s. The simulation was carried out for a total of 3000 seconds. The

traffic scenario used was same as the one used for the AODV vs DSR and the caching policy

simulations.

Packet Delivery Ratio

Figs 5.53 — 5.58 show the plots of the PDR analysis. The results indicate that the
normal DSR protocol (fig 5.53) was unable to converge in case of high node mobility (0, or
50 pause times). In case of SRET1 where static RET was used as a routing criteria, the gain
dropped from +2% at complete mobility to — 2% in case of a stationary scenario. In case of
SRET2 there is 2 slight improvement in performance when compared to SRE‘T. Since equal

Weightage has been attributed to minimum number of hops and SRET as a routing criterion,

the loss in case of stationary scenarios is lesser as compared to the SRET1 version of DSR.
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The best performance in case of high mobility scenarios is achieved by DRET, but in case of
low mobility or stationary scenarios the performance of DSR appeared to be the best.

In case of node speeds of 30m/s the gain in PDR shown by DRET was 9%. As the
node speed was decreased. the gain in PDR as compared to SRET]1 increased to around 13%
at node speeds of 15m/s (fig 5.55) and 10m/s (fig 5.56). At lower speeds, the gain dropped to
around 9 % for a node speed of Sm/s(fig 5.57 ) and to 2% at 1m/s(fig 5.58). The drop in
performance does not mean that DRET is not an effective Routing criterion at low node
speeds. The PDR in fact is as high as 98% and the low gain is due to point of saturation being
reached, for packet delivery ratio.

At low mobility scenarios ‘minimum number of hops’ emerges as the best possible
routing criterion and at high mobility conditions ‘dynamic RET’ emerges as the best possible
routing criterion. Static RET when used as a routing criterion does produce some gain at high
mobility conditions, but as the nodes move, since RET information is not updated the

information becomes stale. As a result, after the first major node movement, static RET no

longer affects the PDR positively.

Path Optimality
Figs 5.59 - 5.64 show the percentage of packets sent non-optimally is plotted as a

function of pause time for different node speeds. DSR uses minimum number of hops as the
routing criterion. Hence it was able to pick up the optimal route in most cases. In case of
SRET the RET is taken as a routing criteria and the RET in turn depends on distance between
two nodes. Therefore the longer route is invariably picked (for e.g. if the routes available
from node A to node D are A-C-D and A-B-C-D, A-B-C-D, is picked, since distance

between adjacent nodes will be lesser when compared to route A-B-C). Therefore SRET]

invariably picks up a longer route.
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SRET2 uses a combination of SRET and minimum number of hops as a routing
criterion hence as far as optimality is considered the performance of SRET2 is better than
SRETI though lesser than DSR.

DRET constantly updates RET information and uses it as the routing criterion.
Though DRET path optimality performance is better than that of SRETI, where minimum

number of hops is not used as a criterion, it does not select out the shortest route,

Control Overhead

Fies 5.65 — 5.70 show the plots for the control overhead (in terms of number of
packets) as a function of pause time for various node speeds. The control overhead in case of
high mobility scenarios follows a similar pattern. The control overhead increases with pause

time, as well as. node speed. The qua[itative trend, in terms of difference in control overhead

between various versions of the protoco] remains the same.

The control overhead is lesser at lower mobility scenarios in case of DSR but higher

as compared to SRET1 and SRET?2 in case of high mobility scenarios. DSR has a lower PDR

as compared to SRET1 and SRETZ in case of high mobility, since more packets are dropped,

the number of RERR packets broadcasted increases.

Position information is used for routing by GPEAR. Addition of position information

increases the size of the control packets. The question is, does this affect the PDR? The

addition of position information does not affect the control overhead plot as the contro]

overhead is shown in terms of number of packets. But the size of the control packet does

affect the PDR albeit to a small extent as shown in fig 5.71. The loss in PDR is more

pronounced at lower mobility but lesser than 1%. The effect has been shown only for a node

speed of 30m/s. In case of other node speeds the effect was found to be insignificant. The

position information was added only t0 RREQ and RREP packets. The loss is due to the
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larger effect these packets have on broadcast storms and packet clashes, due to their
& h

increased size.

The control overhead for low mobility scenarios, in case of SRET1 and SRET?2 is

high due to drop in PDR. which causes more RERR packets to be broadcasted.
In case of DRET the control overhead is large since regular RUPDATE packets are

transmitted. but the increase in control overhead is to some extent compensated by decrease

in RERR packets.

In case of highly mobile scenarios it was found that a higher weightage attached to

Dynamic RET gives a better packet delivery ratio, while Minimum number of hops seems to

be the best routing criteria when the nodes are stationary. In case of highly mobile scenarios
est routi

the shortest te is not always the best route, but in case of least mobile scenarios the
ortest route

. oo,
shortest route emerges as the best routing criterio

F J Its, it can be inferred that if the mobility in a network can be estimated
rom the results,

iteri ed accordingly, the performance of
] ; d to each criterion varie :
in advance and weightage attache

the routing protocol can be improved. Varying weightage on routing criterion with varying

mobility is impl ted in GPEAR and consequent improvements in PDR have been
ooty is implemen

observed..

5.3.4 GPEAR Performance

i ions is to show that GPEAR is able to discover
i jecti f these simulations 1s
The primary objective O

nd destination whenever needed, and to maintain these routes as
Iroutes between a source a

i is with minimum control overhead
. hould accomplish this wit
long as they are required. GPEAR s

d :on of a node’s resources. Additionally it is important that GPEAR is
and minimum consumption

able to pick the best available route.
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To demonstrate these characteristics of GPEAR, different network configurations of
100 nodes with varying mobility levels and traffic were simulated. Six different mobility
levels were chosen to study the performance of GPEAR: 1.0m/s, 5.0m/s, 10.0 m/s, 15.0
m/s 20.0m/s and 30.0 m/s. The movement pattern was also varied, by varying the pause
time. Seven different pause times were simulated: 3000 seconds (to determine GPEAR’s
performance in a static network), 1000 seconds, 500 seconds, 250 seconds, 100 seconds,
50 seconds and 0 seconds. Each pause time/mobility speed combination was run for ten
different randomly generated initial node configurations. To investigate the
performance of GPEAR’s further, each of the simulations was run for four different
traffic levels: 15 connections, 25 connections (under varying traffic densities), 35
connections and 50 connections. Sessions commence at the beginning of the simulation
and continue until 3000 seconds later, when the simulation ends.

The GPEAR performance analysis was carried out using DSR as the benchmark
Protocol. Both protocols maintain a send buffer of 64 packets. It buffers all data packets
waiting for a route, e.g., packets for which route discovery has started, but no reply has been
received as yet. To prevent buffering of packets indefinitely, packets are dropped if they wait
in the send buffer for more than 30 seconds. All packets (both data and routing) sent by the
routing layer are queued at the interface queue until the MAC layer can transmit them. The

interface queue is FIFO, with a maximum size of 25. Routing packets were given higher

Priority than data packets in the interface queue.

Four key performance metrics were evaluated (i) PDR (i) Control Overhead (jii)

Route length (route optimality) (iv) Energy Consumption. These metrics are not

Completely independent of each other. For example high control overhead means a sharp

drop in packet delivery ratio.
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Packet Delivery Ratio

Figures 5.72 10 5.77 show the PDR as a function of pause time for varying mobility,
with 25 active source-destination pairs and a traffic density of 4 packets per second. The

plots show that GPEAR outperforms DSR irrespective of the pause time or node mobility.

The gain in PDR varies with pause time and mobility.

At low mobility of 1m/s, 5m/s and 10m/s the PDR obtained using GPEAR was
greater than 98% even in the case of continuous mobility (0-pause time). It can be observed
that as mobility increases the PDR drops. The PDR dropped to an all time low of around 72%

at a node speed of 30m/s, but still GPEAR outperforms DSR which is unable to converge at

high speeds, with PDR dropping to nearly 50% at a node speed of 30m/s.

This behavior of both the protocols repeated itself for varying traffic densities of

6packets/ second (fig 5.78-fig 5.83) and 8 packets/ second (fig 5.84-fig 5.89). The drop in

PDR with increase in traffic density is more pronounced in GPEAR than DSR This is due to

the higher control overhead in GPEAR as compared to DSR. When the data traffic increases,

the number of packets that queue up increase, and data packets are dropped in favor of

control packets. In spite of this GPEAR is able to achieve a PDR of nearly 69 % with a traffic

density of 8packets/s at a node speed of 30m/s as against DSR whose PDR is below 50%. At

lower speeds GPEAR continues to perform irrespective of the traffic density. Only at speeds

greater than 15m/s (54 km/hr) does the PDR drop.

For further analysis of GPEAR the number of connections was varied keeping the

traffic density constant at 4packets/ second (figs 5.90 -5.101). From the plots it can be

concluded that as the number of connections increase, the network performance deteriorates

both in case of GPEAR and DSR, though GPEAR performs better than DSR.
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The load on the network is technically the same whether the traffic is 25 connections
with a density of 8-packets/ s or 50 connections with a density of 4-packets/s [(i.e.) 800
kbps]. The performance of GPEAR is better at 25 connections with traffic of 8-packets per
second. The reason is that with increasing number of connections, the control overhead

required to establish as well as maintain these connections increases, and the PDR drops in

the wake of the increasing control overhead.

A further set of experiments (Figs. 5.102 and 5.108) was done to demonstrate the

effect of loading the network. The highest mobility pattern (i.e., zero pause time) was chosen

SO as to make the situation fairly challenging for the routing protocols. The 100-node model

was used and the number of sources was kept fixed (either 25 or 50 sources). Packet rate was

slowly increased until the throughput saturated. The throughput here represents the combined

“received” throughput at the destinations of the data sources. The “offered load” in the

performance plots indicates the combined sending rate of all data sources. Without any

retransmission, the ratio of throughput and offered load is simply the packet delivery ratio.

Here, the units were chosen to be Kbits/sec (instead of packets/sec) indicating the network

capacity that is being used. The loads at which saturation occurs have been circled in the plot.

At low speeds as the Joad increases the throughput increases. In case of DSR around

900 kbps the rate of increase in throughput drops and the throughput tends to saturate. At a

speed of 15m/s DSR saturates at 1100kbps and at higher speeds of 20m/s and 30m/s DSR

Saturates at 900kbps itself. This is due to a bad packet delivery ratio (fig 5.110). In case of

GPEAR, the throughput increases as the load increases and there is no tendency to saturate,

though saturation may occur at higher bit rates (simulation was discontinued at 1200 kbps
due to an overflow in system resources). GPEAR does not saturate like DSR because

GPEAR’s control overhead remains comparatively constant, even with increase in traffic,
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The qualitative scenario is similar (fig.5.108 and fig 5.109) at 50 connections, but the
quantitative picture is very different. Both GPEAR and DSR now saturate much earlier,
though DSR saturates carlier than GPEAR. DSR saturates at 400kbps while GPEAR
saturates at 1000kbps. It is observed that in case of both DSR and GPEAR the packet
delivery ratio is low for 50 connections (fig 5.112 and fig 5.113). The result for 50

connections has been shown only for two speeds 15m/s and 30m/s, the results for other

Speeds are very similar.

In addition to the characteristic differences, the load tests in fig. 5.102 through fig,
3.109 show that network capacity is not utilized well by on-demand routing. Even the better

performing protocol (GPEAR) saturates too early with increasing offered load. This is due to
an upper bound on the capacity, assuming that each node is transmitting and is able to get a
1/(n+1) fraction of the nominal channel bandwidth, where n is the number of neighbors of

the node in the adhoc network. This means that the delivered throughput to the application

Was at most about 2—5% of the network capacity. This figure may seem low, but is justified

given that bandwidth consumed by the delivered data packets is in fact equal to delivered

throughput times the average qumber of hops traversed. Besides the data packets that are

dropped consume additional bandwidth, depending on the number of hops they traverse

before being dropped. Also routing Joad consumes a significant portion of the bandwidth in

addition to MAC control packets (e.g., RTS, CTS etc.). Finally RTS/CTS/Data/ACK

exchanges for reliable delivery of unicast packets often slow down packet transmissions.
(=)

Control Overhead
n terms of number of packets, versus pause time, as a function

The Control overhead, 1

of node mobility, is shown in figs 5.114 through 5.119. The qualitative pattern of the contro]

Overhead varies with mobility. At 1ow node mobility (1m/s or 5m/s) the control overhead is
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higher in case of GPEAR as compared to DSR. This difference is more pronounced at higher
pause times (stationary and nearly-stationary scenarios). Irrespective of the mobility, GPEAR
generates RUPDATE packets along each route at a time interval of 3.0 — 4.0 seconds. These
RUPDATE packets add to the control overhead. These RUPDATE packets are the reason
that GPEAR is predictive in nature. Due to its predictive nature, GPEAR is able to reduce the
control overhead by reducing the RERR packets that are generated as a result of link failure.
Link failures are repaired in advance due to the predictive nature of GPEAR. Consequently
RERR packets are reduced due to the introduction of RUPDATE messages. This effect can
be observed clearly in figs 5.120 through 5.125. At lower mobility few route breaks occur, so
fewer RERR are broadcasted. Even though the number of RERR packets generated by
GPEAR is reduced. the number of RUPDATE messages generated increases the control
overhead. Since GPEAR in spite of the high control overhead is able to produce a good

PDR, it indicates that the control overhead is within acceptable limits.

At higher node mobility [(i.e.) high node speed and low pause time], the number of
o

control packets generated by GPEAR is lesser than DSR. The number of RUPDATE
R =
Messages generated are almost constant (figs5.126 — fig 5.131). Hence as the mobility
I ~ |

increases, more links break, resulting in more RERR packets being broadcasted along the

network by DSR. GPEAR, by the virtue of its predictive nature, repairs the broken links in

advance thereby reducing the RERR messages; consequently reducing the control overhead.
¥ o

Another interesting effect that was observed was that the control overhead in GPEAR
[=]

is nearly constant when compared to DSR. It is the RUPDATE messages that contribute

Mainly (o the contro] overhead. RERR messages are kept to a minimum by the RUPDATE

Messages. Hence the control overhead in case of GPEAR follows the pattern of the

RUpPD ATE messaces rather than the RERR messages. Due to low control overhead GPEAR
]
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outperforms DSR in terms of PDR at high mobility. It can be concluded that at high

mobility, where the control overhead is large, broadcast storms are produced and these have a
pronounced effect on the PDR. GPEAR is able to contain the control overhead at high

mobility, by reducing the RERR broadcast, and hence is able to avert a broadcast

storm, leading to a good performance at high node mobility.

This pattern can again be observed in figs 5.132-fig 5.135, where the number of

control packets is plotted as a function of the offered load. As the load increases, the control
overhead increases in DSR, whereas in a case of GPEAR the load has very little effect on the

control overhead. The control overhead in GPEAR is nearly constant, as the number of

RUPDATE messages remains constant. In a contest for airspace between data packets and

control packets, control packets are given a higher priority, as the load increases, the

probability of such a contest occurring increases. In case of GPEAR, since the control

overhead is constant, the PDR remains nearly constant. As the load increases the throughput

increases, and there is a lesser tendency to saturate. But in case of DSR as more packets are

dropped, more RERR messages are generated, leading to a further drop in PDR. This effect
mushrooms until DSR saturates and 18 unable to deliver packets any further.

As the number of connections is increased to 50, the control overhead increases and

DSR saturates earlier (around 400kbps). GPEAR also saturates but at relatively higher loads
> 900kbps). At 50 connections, every node in the network becomes a part of the data traffic

or control traffic. The buffers overflow, and more data packets are dropped. This increases

the control traffic further until the network saturates.

Furthermore as GPEAR uses ring search, once a route is discovered at a particular

TTL, further route discovery is terminated completely.

discovery process continues until MAX_TTL is reached, leading to more control overhead in

But in case of DSR the route

66



terms of RREQ and RREP. The still circulating RREQ and RREP messages not only add to
the control overhead but also fill the cache of the nodes with routes that may never be used,
as DSR uses minimum number of hops as the routing criteria.

Such caching provides a significant benefit up to a certain extent. With higher loads
the extent of caching is deemed too large 1o benefit performance. When faced with multiple
choices, often stale routes are chosen, as the route length is the only metric used. Picking
stale routes causes two problems: (i) consumption of additional network bandwidth and
interface queue slots even though the packet is eventually dropped or delayed (ii) possible
pollution of caches in other nodes. When compared to GPEAR, a much smaller number of
packets were dropped in DSR for lack of route availability (e.g., indicating high cache hit
significantly more packets were dropped, as the interface queue was full.

ratio). However,

The control packets arc plotted in detail only for the traffic scenario having 25

connections, since for all other traffic scenarios, the results were found to be qualitatively

Similar,

Path Optimality

The percentage of packets sent non-optima

g 5.134 through fig 5.141. Path optimality has been plotted

Ily is plotted as a function of pause time

for different node speeds from fi
in detai only for a traffic scenario of 25 connections, since the pattern remains the same for
all other traffic scenarios. GPEAR uses 2 varied combination of factors such as, minimum
Number of hops, RET and time at which the route was cached, as a route selection criteria.
The weightage attached to each of these factors varies with mobility as described in the
Previous section. Even though minimumt number of hops is not taken as the only routing
Criterion, the percentage of packets sent non-optimally is not high since ring search is

elected.
employed by GPEAR, which ensures that shorter routes are s
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Energv Consumed

GPEAR is energy aware, since each data packet is transmitted at different levels of
energy based on the distance between (wWo nodes. Control packets except for RUPDATE
messages are sent at maximum possible energy. RUPDATE messages are sent at a higher
level of energy as compared to data packets but continue to be energy aware. Each packet

carries an energy stamp for the physical layer to determine the energy at which each packet

should be transmitted. This helps in reducing the energy consumption in the network. Each

node in the network is initially assigned an energy of 1000 Joules.
Depending on whether a node is transmitting or receiving packets or whether it is in

an active or sleep state, different energy levels have been allotted, for each of the states.

Unlike the earlier plots, energy consumed in the network is plotted for varying traffic

(fig 5.142-5.146). It was found that irrespective of the mobility in the network, the energy

consumption pattern remains the same. Figs 5.142 to fig 5.144 shows the energy consumed

as a function of pause time .The traffic density (number of packets/sec) has been varied to get

different plots. All the plots show that the energy consumed for a particular traffic density

remains nearly constant. As the mobility varies, the amount of routing information that

travels along the network varies, but the size of the control packets as compared to the data

packets is small. Hence the energy consumed for sending, forwarding or receiving control

Packets is considerably less than the energy required for sending data packets.

The PDR of GPEAR as well as the percentage of packets sent using longer routes is

still higher when compared to DSR. This indicates that GPEAR delivers more number of

data packets using longer routes. It appears that the energy consumed by GPEAR must be

higher when compared to DSR. But due to the energy awareness scheme incorporated in the

Protocol energy consumed by GPEAR is lesser than that of DSR.
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The same trend can be observed in case of figs 5.145 and 5.146, when the number of
connections is varied. It can be seen that the energy varies with the number of connections. In
case of 50 connections. the plots show that the nodes are nearly drained of energy when DSR

is used as the routing protocol. This could be another reason for the low PDR in case of 50

connections.

Energy consumed is an important factor that affects the network performance. As the
network is mobile, the nodes are entirely dependent on the battery power available. The
battery power is also a factor that determines how long a node lives in the network. The

nodes employing GPEAR still have considerable energy left at the end of the simulation,

and hence are able to outlive their counterparts that employ DSR.

5.3.5 Optimum Node Density and Scalability Analysis of GPEAR

In 1978 Klienrock and Silvester published their well-known paper “Optimum

Transmission Radii for Packet Radio Networks [48]”. The paper provides an analysis that

explores the tradeoffs between increased transmission radius, resulting in fewer hops to reach

a destination, and the effective bandwidth lost at each node as a result of the increase in

transmission power. The paper shows that the optimum number of neighbors for a given

Node is 6 (actually 5.89), and concludes that a node’s transmission radius should be adjusted

80 that it has not more than 6 neighbors.

While thi sult may be valid for stationary networks, it does not consider the
ile this re

ramifications of node movement on the optimum transmission power. As mobile networking
ns of n

becomes 1 it is important to understand the characteristics of this type of
popular, i

Communication so that users can communicate in an optimal manner without wasting battery
ion

life or bandwidth.
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though the effective bandwidth seen at individual nodes suffers due to the increased
transmission power and collisions, the number of packets delivered still increases, relative to
shorter transmission ranges. This is because link breaks are less frequent and routes are
maintained for a longer period of time. This can be observed from the fact that the
1000x1000m network performance is better as compared to 1000x1500m network at higher

mobility. The throughput suffers as a result of the increased number of hops to reach the

destination. However. the simulations show that at low node densities, as in the case of

1500x1500m scenario, the network does not, in fact, remain completely connected.

Numerous nodes or group of nodes become disconnected from the node majority. The result

of the disconnected operation is that many of the sessions abort because routes to the
destination are unavailable. As the node density increases, the number of packets delivered

drops as can be observed in case of 500mx1000m network. This is due to the increased

number of collisions. as well as reduced channel access, which leads to buffer overflow.

Control Overhead
As the node density drops, the number of control packets increase. This is due to

increase in average path length with decrease in node density. The main control overhead as
h o

shown in the previous section is the RUPDATE messages. As the mean path length increases

the number of RUPDATE messages propagating through the network increases raising the
control overhead in the network. In €ase of low-density networks as route breaks, it is
Possible some nodes get isolated as a result RERR messages have to be propagated. The
control gverhead follows the expected pattern as shown in figs 5.150-fig 5.152. The

Quantitative pattern is similar at all speeds.
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Path Optimality

The percentage of packets sent non-optimally is plotted as a function of pause time
for different node speeds from fig 5.153 through fig 5.155. More number of packets are sent
non-optimally in case of 1000x1000m and 1000x 1500m networks as compared to the 500x
1000m and 1500x 1500m networks. At high node density as the neighbors per node is high, it
Is possible that multiple short routes to a destination exist, keeping the optimality low. In
case of low-density scenarios the number of routes to a particular destination is very less.

This is because of the availability of only a single route per destination, which is invariably

the route that is picked.

Energy Consumed

E onsumed is plotted in fig 5.156 for a node speed of 30m/s. Energy
nergy cons

: i the speed. Energy consumption increases as the
; ; rrespective of
consumption remains constant 1

length increases with the network area.
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.« show that though Klienroc
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lid t in case of stationary networks. A higher node density produces better
Valid to a certain extent in

ses. If node density is increased further, the network saturates
fesults as mobility increases.

i i f a mobile network would
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The node density results show that as the network area increases the PDR varies if the
number of nodes is kept constant. In case of very low node density, as well as very high node
density networks. the PDR drops. The same network scenarios can be used for studying the
scalability of an adhoc network, by varying the number of nodes in the network. Other than

the normal 1000x1000m network which has been analyzed in detail, two other network

performances have been studied in terms of PDR: 1500x1500m, 500x1000m (the

1000x1500m network results are quite similar to that of 1000x1000m). In order to keep the

number of neiehbors constant around 15, the number of nodes in the 500x1000m network

was decreased to 50 and the number of nodes in the 1500x1500m network was increased to

200.

To demonstrate scalability, PDR alone has been plotted. Both path optimality and
control overhead continue to follow the same quantitative trend. As the mean path length and
the control overhead increases. Since the number of

Number of connection increases,

neighbors are maintained at approximately 15, the path optimality retains the qualitative and

quantitative trend of the 1000x 1000m results. Since the average number of neighbors is
Same as the 1000x 1000m network, it follows, that the number of alternate routes available

Will be almost the same. Since the routing criterion remains the same, path-optimality wil]

also remain the same.

Packet Deliver Ratio
Figs 5.160-5.166 show the PDR for different speeds, as well as, traffic for the case of
igs 5.160-5.

50 nodes with twork area of 1000x1000m and for 200 nodes with a network area of
ith a ne

1000x1500m. The 100 node networks were analyzed earlier for 25 connections [(i.e.) 1/4" of
m. The

the totg] % f nodes in the network]. In order to maintain this ratio between traffic and
al number of no

NUmber of nodes. 13 connections were setup for the 50-node network and 50 connections
I of nodes, co
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were setup for the 200-node network. From Fig 5.160 it can be seen that the PDR is quite
high for 13 connections in a 50-node network. In the earlier section simulation analysis was
done for 15 connections in a 100 node network in an area of 1000x 1000m (fig 5.95 for
10m/s, fig 5.99 for 20m/s and fig 5.101 for 30m/s). It can be analyzed by comparing the plots
that the performance 50-node 500x1000m is better than the 100-node 1000x1000m network.
A similar trend has been observed for the case of 25 connections as well. When 25

connections is setup in a 50-node network, every node is part of the data traffic, either as a

source or destination. Hence the load is high, but still the 50-node network performs better

than the 100-node network.

As the network area is increased to 1500m x1500m, the performance of the network

deteriorates despite maintaining the node density constant. Not only does the 50 connections

setup fail badly, even the 25-connection setup 1s not able to provide a PDR on par with the

1000m x 1000m network.

Hence it can be seen as the network area increases, the performance drops, despite the

constant node density. A number of factors contribute to this downward trend in network

performance. As the number of nodes in the network increase, a probability of longer routes

Increases, thereby increasing the possibility of route breakages. It is possible that a route may
ses, SHig

btsalk eves digins the process of route formation. Longer routes cause the cache and various
en during §

buffer st t s overflow. AS GPEAR uses source routing, longer routes mean longer
ructures to .

headers, which take up a large chunk of the available channel bandwidth.

As the network size increases the network performance drops. Hence in case of
large networks, the network can pe divided into smaller area zones of 50 or 100 nodes,
and an jpter-zonal routing protocol such as GIZR can be used for communication

bEtween various zones.
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Mobility Pattern in ns-2 (fig. 5.2 - fig. 5.8)
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AODV Vs DSR (fig. 5.9 - fig. 5.23b)
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Effect of Intelligent Caching Scheme on
Network Performance
Packet Deliver Ratio Analysis
(fig. 5.24a - fig. 5.32c)
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Effect of Intelligent Caching Scheme on
Network Performance
Path Optimality Analysis
(fig. 5.33 - fig. 5.38)
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Effect of Intelligent Caching Scheme on
Network Performance
Cache Statistics
(fig- 5.39 - fig. 5.46)
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Effect of Intelligent Caching Scheme on
Network Performance
Analysis of Network Performance over
Varying Time Periods
(fig. 5.47 - fig. 5.52)
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Effect of Routing Criteria on
Network Performance
Packet Deliver Ratio Analysis
(fig. 5.53 - fig. 5.58)
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Effect of Routing Criteria on
Network Performance
Path Optimality Analysis
(fig. 5.99 - fig. 5.64)
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Effect of Routing Criteria on
Network Performance
Control Overhead Analysis
(fig. 5.65 - fig. 5.71)
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Analysis of GPEAR

Packet Delivery Ratio
(fig. 5.72 - fig. 5.101)
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Analysis of GPEAR
Network Throughput
(fig. 5.102 - fig. 5.113)
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Analysis of GPEAR
Control Overhead
(fig. 5.114 - fig. 5.135)
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Analysis of GPEAR
Path Optimality
(fig. 5.136 - fig. 5.141)
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Analysis of GPEAR
Energy Consumption
(fig. 5.142 - fig. 5.146)
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Ch
apter 6 - MULTICAST ROUTING

A Multi :
ticast Routing Protocol Using Source Routing

6.1 IntrOductiOn

Multicas
ast cor X i - . e
nmunication 18 Very useful and cfficient means of supporting group-
=]

n mobilc/wireless environments where

ed a
pplica
tions. This 18 upounll) the casc i

ba
ﬂd\l,r'ld
th is
§ scarce « . o C e ;
i ¢ and hosts have limited power- Example applications include audio- and
£0-¢
onfer !
encine as we . N . o i . ;
g as well as one-to-many data dissemination in critical situations such as

dis;
Sdster r
CCO\!C - , i
ry and battlefield gcenarios.
on the state

Ma
n
h y existing multicast routing
the mem I
Touter
S 10 Ke i | | |
T ulticast group embers. his coupled ith the high volume
slow convcrgence makes (raditional multicast

ing
g Informatio

n exchanges and
aemic (low-power, low

poscd of an

dppr
€s untenable k om
in highly dynamic networks ©
css rapid and robust delivery must

g(“, Ca .
ac
Pacity) hosts. Therefore. new (echniques that StF

be
developed
The , . .
multicast protocol (49] described in this gection enables dynamiC self-starting
partlcnpate in a

mys;
ti-
hOp routin . .
g between participatmg mobile O
groups is free

Ulh
o TR
group within an adhoc network.
des to establish

o ¢
Chy
g durin rot
g the lifetime of th rk. The P

t]’ee

es mobile N0

partltlon, multi-cast trees

a
twork components

COnn .
e .
cting multicast groups- In
connected ! if the 1

¢ taby:
llsh
ed
Independently 1n each partition,

merge
are established they are

One 5 e
Simy distinguishing featurc of 1
- Ously pruned. This protocol ca

Ty
oy
Modif
lflcationS, as th‘s protoCOl haS 1
. n be jmple

Py
Ta
Cte
s
a : :
nd various routing structures




protocol
. As therc
§ there € . ‘
existed no mulucast proloco]. which supportcd source routing thi
g, this

generali;
= /.Cd l'(n .
protocol was the initial step In the development of GPEAR.

8.2 Overys
verview of the Protocol

& Ub ( I' 1 t as

ode needs 10 find a route 10

"itin -A group formation cycle is ‘nitiated each time a n
. ]ikcmultlcusl group. A node may decide 10 initiate group formation because it would
Mg to subscribe to a new group, Of because it would like t0 begin sending packets 0 @

group of which it is not already member. The node initiates group formation by
y ( GREP) from member of

bro
Tudeagj
n
g a Group Join (GJOIN). it then @
icasts a Group

e
]'n +
ulticast oroy _ .4 th d
group. At the end of the formation period, the node un

10hb01 to activate the tree.

Acky
]O‘V[ed 10
8¢ (GACK) message 10 its selected N€

erm:
Illmologies

d GJOIN messages from a multicast node and

GACK

DStre
am Nej
- eighbor: A node that has receive
wledged using

Teg
POnSe
sends GREP messages to the orl

nd has received GREP

Ow
eighbor: A node, which
node sending the GREP message-

* A node, which has no upstrea™

R()Qt N()d
e-
reail,

A node that has an upst



GI‘Ollp Join (GJOIN)

Whe
n a > Aot TRC " - < H
node desires 1O subscribe to d multicast group, it initiates group
o

OIN message is shown in figure 6.1

formatj
10n by N
y broadcasting a GJOIN. The format of GJ

Source 1d
Broadcastld
MC —ﬁﬂw
M fcast Grod 1d
Src Route

Fig 6.1 Format of GJOIN message
he e 'Ijhc GJOIN message format 18 game as RREQ format, with two additional fields,

bit M Flag-which indicates whether the node forwarding the GJOIN packet is a
1 indicates the number of multicast

nt (MC) whicl

mU][
ICast
node -
¢ and the 7-bit multicast cou
128 nodes can

be a part of a single

Hgd
es lh
at lhe
source node can reach. A maximum of
cess of multicast tree

hows the pro

muh‘
]CaS[
;
group when a 7-bit MC 15 used. Figure 6.2 §

f




Ii nL)d( I age e ~ ¥ !)- ~ () a o
. . 1(} ]Ul” i ]ll 'lq ar I o

multic;
ast ID as
as the targe ' ' '
get. Ring scarch 1s Cmploycd in multicast tree formation, so initiall
3 initially

the TTL
\'UIUC set for G "
for GJOIN is 1. nodes 23450 and 14, which are neighbors of nodel
o )

hen
Ce receiv
ceive the GJOIN message

Amo
ng the targe . i
e target nodes, Nodes 3 and 4 are either members of the multicast group

d 4 respond with Group

il[l'[:ad
y\ or d ?
esire to joi i
» join the multicast group, hence nodes 3 an

Rep]
Y (GREpP
) messages. Nodes 2.4,6,14 will just drop the GJOIN message.

¢, nodes3 and 4 will examine their

Bef.
ore sendi =

sending GREP messages in respons
e is shown in fig 6.3

1e Multicast Tabl

rcSpe %
Clive Muli
ulticast Tables. The format of tl

Node Id

ectly connected in its

which it is dir

st nodes to

An
od - ;
e stores the list of multica
he precursor count

4
ult
Cast T,
. able. It also stores the precursor to each multicast node and t
e in the multicast

Sto,
ed 4
s th : -
e MC. Information regarding the relative posit

[]‘ee

ion of the nod

iS rll .

aip
able (i.e- the lis

8t th
€ entrie : jcast
Te ies in the first and fourth columns of the multié
dch

C a
)5

s in the

S0
Icp
Node ;
€1 .
$ not listed in the multicast table-

Sin
c : :
€ node] is a new entrant into ¢
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G
toup Reply (GREP)

IhC 1( ]]”'” ()I . ) N 5 = I‘ (;]!Iil) P, - taq
) L d (]I{I, [ 1€ ;1._’(., b 1 n p= ST SJ- e ]1 d [l ll
e L= o

o th
€ mand;
. atoryv sour
y source he: ;
¢ header has information regarding the number of nodes reachable b
(= e y

[heg
the GREP -
SREP message and the ID of the nodes that can be reached

Source Id
DestId
g [Hopcount
Tode 1d1
Idodeld?
Node 1d3
Src Route

age Format

Fig 6.4 GREP Mess
The 1ds ar
ds are presented in the order of connectivity: For e.g. from fig 5.2 b it can be

e 1ds will be sent as linked list 3-1-4.This is

ObSCr
ved if
n
ode 13 was to send a GREP then th

ulticast table 1

ts precursors are also removed

0
Cngu
SUre th,
that when 3 is r 5
from " 3 is removed from the m
¢ tab]
e. Si
Ove ince the GREP message® a

re unicasted pack to the source, this additional

r
Cad-
N ter
ms of the list of precursors is acceptuble.
{ tree, have @ MC of zero.

nconnected to the multicas
riod of REQ_WAIT seconds.

s 3 and 4, which are still u

W
en N
ode | et |
receives the GREP messag® it waits for @ time pe
nects itself either t0 node 3 or

If
t
°Te gy,
€n
0 more GREPs within this period then nodel con

4'T
© degig;
Sion : L
. ion is made on the basis of the fo]lowing criterid-
Ny
m
. ber of Multicast Nodes MC) that ar¢ reachable
Nu
Mber
ber of Hops between nodel and nodeS/node4
Ny In thig ease tha MG of both odes and 4 are 7610, SO the decision is based on the
be
Wh of hOpS Sioes Tith 3 d 4 are neig bor of 1s node 1 resporlds to the node from
ich e bo an
d )
S received the GPREP first.
e. Prior to
Iy Node | responds Wi h a Group A knowledg (GAC ) messas
St:
't i t (MC
ting the G ACK hode 1 updates its multicast cable and multicast coU” (
message
177
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= l) l | !][1' » l . l 2 ~ O d 3 h f
l.— .

now n
ode 1's
deSi( .
gnated upstream neighbor

I‘]Odg ‘Ed

Figure 0.3 Multicast T:

Groy
P Acknowledge (GACK)

The f,
e fop
] B - .
nat of GACK message 18

GACK

Figure 6.6 Format of

Whe
nn
ode 3 receives the GACK message !

tig:
ast ¢
0
ta unt, It desion: ‘

¢ for gnates node ] as its

an
upstre: _
am neighbor. If it has upstred

Mg
Ssa
ge i
n j
Its tu :
m to its neighbors: in this case NO

L1
) 3 1
104
t
icast nodes. Node 1 does not respondt

Or
Nog
e 3 ;
. n i
dllt()mati its multicast table. AS resul joop f
Call
nﬁighb Y pruned. Node 13 du€ to the iree T mation process pecomes node 3’8 ypstream
0
g as shown in figs 6.2 4. Node 9 has no ypstream

I, Th
e
tree thus propagate

N
ghty
Or h
ence ;
¢ it designates itself 23 (he leaf node-
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6.2,
2 Group Maintenance

G
roup Leave
Whe
n anv node desires :
y node desires 10 leave the multicast group, it clears its multicast table and
and downstream neighbors. The

sends -
a Group Leave (GLE
p Leave (GLEAVE) message 1o its upstream

dt ()f GLE s
AVE message is shown in figure 6.7

Sour\:e!d
Dest1d
MC T L _a—
rast Grov Id

TAult
Src Route

Figure 6.7 Format of GLEAVE

wn fig 6.8

The
Focess , .
process of tree maintenance in sho

Oyr

Figb8 a
Propagation of GLEA

Fig 6.8 Tree Maintenance

multicast group it sends GLEAVE to

F]‘O .
it m fig 6.8a, if node
cast table, multicast

Sy
I)Strea
m
(Node 3) and downstream (N
¢ updates jts multl

When node 3 gets the GLEAVE messag®:

W
Co hen node 11 gets the
pts to fi

Un[
, fo
"Wards the GLEAVE and attem

S
Cond
ar
¥ GIOIN (SGJOIN) messages-




that it §
1s sent whe
enever : _br
er a link break occurs. A node waits for a period of G ROUNDTRIP
multicast

$¢cond
s before
e responding to a SG I This i
ponding to a SGJOIN. This 1s 10 ensure that all members of the

lree o
get the GLE
.‘,\\'[;] —
. message: clse node 11 may not be able to find an upstream neighbor
o

f(]r 3
. The response thercaf
ponse thercafter pmcccds along the same lines, as the response, to the
]

GIOIN rmece.

messages. Node 11 now connects jitself to node 16 through node 15.

When - i

GLEAVE (iCn a leaf node gets d GLEAVE, it updates its multicast structures, forwards the
if required) and tries to get itself a NeW upstream neighbor, it will be able to do so
stream OF downstream.

Ow S
Ince
it has
no connection to the tree whether up

If an '
ode receiving the GLEAVE message does not have the source of GLEAVE
it checks whether the source is

iohbors. If so, then it deletes the

pdates the multicast count.

I]()d
—_—
entir sl B :
ire branch from the precursor jist and U

G

I‘Qu
P Errop (GERR)
: . i d and downstream
Nodes keep moving in a mobile scenario, 45 the upstream
has to be re—established.

Ngj
ghb
0]’8
of ; .
a node move, links break and hence the multicast tre

W
Cn
an
G °de forward; i ..+« ynable O
T ing a packet finds that itisu

reach itS neighbort, it propagates a

eam neighbors: The format of

nd downstr

t}
GERR R) message Lo itS upstream &

megengn -
Sage is shown in fig6.9-

The
e formats of GLEAVE

of th
e
node that has failed js in



age, the same sequence of actions will be executed by

On receiving the GERR mess

the recini .
cipient of the message. as 1n Case of GLEAVE.

The process of a hnk break and the sequence of corrective actions taken as a result

due to the failure of node3.

V - i
nin fig 6.10. In figure 6.10 2 link break occurs

9

ish a connection with

Node | ;
3 that has lost its Y stred ,
has p o 13 connects itself to the multicast

¢
mylge. .
licast tree. By use of the Group Join

tr
ee th]“oa I‘]Ode 10
' : . the fac€ of TE
self in't €

) in
Hence the multicast tre€ is able to ma

thy
NETS- o

dare .
aspecial characteristic of MA

Due to the absenc

gEne
I'a_l‘
1sed protocol was develOPed as

A
R could be developed
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Cha
pter 7 - MULTICAST ROUTING

Multica
st -
GPS based Predictive Energy Aware

Routing i
uting in MANETs (MGPEAR)

7
Hntroduction

['he

protocol prese d i '

MAN presente in the previous chapter, for m i

- ) ulticast routing i

ETs can be impl d T
emented on ¢ i '

Dy n any underlymg unicast protocol ith mi

; g with minor

Ng an active comr m -
nt § multi

mication all members of a ulticast tree may be mobile. The tree
protocols

is poses & difficult challenge for multicast

lure th
erefor
refore changes frequently- Th
r than reconstructing the tree after link

]nce
rapid
recon
struction of the tre€ is crucial. Rathe
PEAR us€s Jocat

 oqst tree in advance.

ion information available

are:

MGPp :
EAR’s primary objectives
in advance by the use of

Tor
educe multicast tree breaks bY prcdicting link preakages !

l()cr :
ation 1inf .
ormation.
ing the energy at which packets

are ty: .
ransmitted or recel
multicast routing that

MGp
GPEA EAR attempts tO pI.OVide t
R
offers for unicast.

1
20
Very;
I'view of the protocol

121
Sub
scribing to a Multicast GroupP

A
group formation cycle is 1n1t1ated each ti
formation broadcasting a

ult;
up. A node initiates groud

It ¢
he
" awaitg » p). Att
Group RePVY (GREP):
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unicasts ;
saGroup A
cknowled
ge (GACK) message (0 its selected neighbor t
-ighbor to activate the

[TLC IhC
: p] 0OCECSS ’ S 8] o P S t

on made about tree€ formation is

[hc oe
JCNCT 4 1CaS ) }

POsition centric

Gro 8

up Join (GJOIN)

Whe

n a nodes wi
s wishes 1o subscribe to 4 multi i
< ulticast group, 1t initi
. jates the process b

y

bro;
adcast;
ling ¢
g a GJOIN mess 3 o o
N message; the format of the GJOIN message is shown in fig 7.1
g/t

=

Type
Source ld

Bmadcast Id
MC ’:::hﬂ peount |
e
/Y . Position e

/W

at of GJ OIN message

Fig 7.1 Form
of GJOIN messa

milar tO that

ge in the general

The

format of GJOIN message is si

e X and Yc¢ he SOurce.
7.3. Node 1 8

hown in fig
ith GREP. Nodes 2

o-ordinates of t

My
[]Ca
St pro
t
ocol, the additional ficlds are th
tarts the process of tree

Th
e
process of tree formation is S

sage, N0
rotocol GPEAR employs 1ing

Orm
atig
N by transmissi '
- sion of GJOIN mes

"ear
c/
L and as th
ey are not members

IN meSSage'

Nod
QREP es 3 and 4 scan their mu
iS se .
. ' feCl.lI'S
tif node 1 is not Jisted a8 a ne1s ’

B
for,
¢ send;
d
[able ing a GREP messag® nodes 3 and
(fi )
B2y . an addlthIl
2) is modified t0 accommo
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Id) .
stores inf .
orme T : T )
hation regarding the multicast affilhation of each neighbor. The information is

Used by
/ the node: for tree f
ode: for tree formation and maintenance.

— e
Nodeld | My Position Neighbors Position
¥ Time Let Mcast 1d
prev | Yprev Xeur | Yeur Aprev W Ycur ’
l P
— —
[S—

Fig 7.2 Neighbor Table

Fig 7.3 \ulticast tree
¢ of GREP

g, The forma

No
By des 3 and 4 will now respon
ngs 3
18 ds ShOWn in fi 7 4 .
S . «imilar 0 the generahsed multicast

Th
Prog ¢ format of GREP messa&® for :
Ocq, 1 informat

the X.Y

Co ;
-0
I'dinates and the estimate

based
ei gthI'in

Y on dj
Oy; distance between the I
]Tlg)
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— -
Spource ld
Dest 1d
MC
. _' p
SR

Fig 7.4 Format of GREP message

Wh
en nod
e | receives " . . ;
receives the GREP message: it updates its routing structures. Node 1
and 4. In case of the generalised protocol, link

€S GR
Ep
mess: .
1essage from hoth node 3
in the

: VCIC m
a e
de based on MC (multicast count) number of hops,
ET. The link s

election criteria is obtained

()fM
GPE
A
. R, the decision is made based on R

Us;
gt
he Telationgh;
. lp

Wy
(
RET) + Wo* (MC) + Ws* (MAZ-

on position information.

ated b pased

RET _:
~ 18 the
the Route expiry time that is calcul
this value is available in the G GREP message-
packet is

MC —is h
e multicast count —

MAX
_TTL - The maximum number of hops througs

d not be evenly

allo
wed to traverse.
ria nee

T
dlstﬁbUte . Weights (W1, Wa, Wa) allotted t0 the thr¢
" 4 Allocation of weights is based ©" he mobility pattern: 45 ihe mobility nerease
Sallg | fage allotteq to RET is creased (27, 28]. D ;nitial tre® formation the Woights
Ddate td Statically; as the mobility patter™ omerges: the protoco ( GPEAR) automotlcally
m,eme “eights, MGPEAR can allocate any value ranging from U~ pased O" the est1ma.te
gy Lof nodeg within the network: The MOYC ot patter” is obtained from the position
E messages

atig
N that iq o
tis circulated in the GUPDAT
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Since both 3 and 4 are currently not
away w |
| 3y, the decision is based entirely on the RET (in 't
Wh
GACCH compared to node 3. hence will be PiCde
ACK meccnan -
message. The format of GACK message 18 similar

DTDIQC
a ; : :
pdate of position 1s avatlable from the G

Seltin
E Up
a link i
I
1 the tree is much lesser than = 2 sCLOﬂd

Not
€ app
e )
nded with GACK messages.
The
multicast tr i i
" d ticast tree formation progresse
B *
m fig 6
7 el
2 using generalised multicast proto¢

fo
Meq e
USan M
GPEAR since the multicast link selecti©

gen
Cral;
sed
multj
icast protocol, link selections is pased on

Nog
s
v W

hereas in case of -
lake ase of MGPEAR, the position ©

as g

se :
lection criteria.

Gr
ou )
P Maintenance

Th
e
group maintenance mechanism employ®

Co
m
Preq 1 th
¢ general multicast protocol 35 s link bred

3101-1
g the multicast links:

Cgsa

5 The leaf

Bro af node starts the pfopag
nly @ sin

as
nl .
Y one leaf node; hence at a time 0

Gr]
8in
ath .
In g . i
multicast group. The pfOPagaUOﬂ

connected 10 the multica
his case static). Node 4

as the upstre

pS every 2 second

s as shown in

ol 1S differen

. on criteria is di

f a node al

kaUeS are

poSlth

st tree and are onc hop

is closer to node
am neighbor, and is sent @

to the GACK message 1n multicast

g: the time involved in

s, hence position information need

fig 7.3 The multicast tree

t from the multicast tree

ifferent. In case of the

achable multicast

the number of re

ong the multicast tree is also

is advanced when

by MGPEAR !

predlcted in advance using

n inforrnatiOH has to be constantly

(GUPDATE)



18

Fig7.> Propagation of GL'PDATE messages

Wh
en a node recet

de recerves @ GUPDATE message it forwards the same to 18 various
sure that only

eighbor; this will en

Ul,ll.n
S[[c.
dm nej
C]nhb .
ghbors. Eac
rs. Each node has only on¢ upstream

e. The format of RUPDATE message i

opy of
aG o
UPDATE message reaches each nod

8ven iy ¢
Mfig7.6
d fig 7-6 that the format of RUPDATE and

n be observed from fig 4.6 an

Gup
DAT
E mese:
essages are similar. The purpose of RUP

th

DATE and GUPDATE messages arc

nd update

rmation storage a

position info

¢
Sr
dme’ o
pdate ne; e ;
e neighbor position information:

dre ]0
Cal in M
GPEAR as is the case of GPEAR.

ﬁg7ﬁmeM0f

Fro
m £
fig 7.5 it can be observed that

t“bolog
¢ Y shoy

0
Org:
. d]n ateg

| y d
fq nd the LET is set © MAX_
= S ot the €

i()n g
T, . glve
Ce s only the strength ©

IVES
the
k GUPDATE message: it forWards the




not a :
multicast
as nudc hU[ \;(] N . .
Node 6's position i ormation is Vi
: . nfor mation 15 \’Il'll 1o
¢ C'LllCLll'd{e the slrenoth
gth of the

multicast |
Ink between
nodes 7 and 4. So node 6
" treats a GUPDATE message li
ge like a

RUPD
ATE
message (1.¢. 1€ i o o
ge (1.c. replace position information with its own calculate the LET

eplace the mi
1€ mini : :
. nimum of the received LET and the calculated LET in the LET field of the
Ice hc-lch. .
C (_)1 T 1 - =
y GUPDATE message)- Node 4 on receiving the GUPDATE message updates
neighbor )
or table, cale - :
ble, calculates the LET, and forwards the GUPDATE message to its

pDATE message, the node replaces the

e LET to MAX_RET. The

dow
Vnstr
cam :
n : -
eighbor. Before (orwarding the GU

Positj
0n
nformati i
dl . .
ion in the source header with its oW, and sets th

g connect two multicast nodes

LET
field
1S us il :
sed mainly when one or more unicast node

s direction of motion i8 opposite t0

4 detects that it

ated 18 less than T_,OPT, then 1

geth
er. On c )

n calculation of LET if node
t sends out & Group

that
of nod
e 6 and that the LET calcul
AVE

dve m
ess:
i sage (GLEAVE) message: after delay of T__Multi_,Setup. The process of GLE
*Mpor.
a .
ry. The node can rejoin the multicast group: by sending out GJOIN messages. The

deis reached.

T()Ces
Sof G
G, UPDATE continu€s till a root n9
T . .
&en he process of GLEAVE and the format of GLEAVE messages are similar to the
. %ed multicast protocol except that GLEAVE message 18 generated under two
ondi[i()ns_
v When a node desires 0 jeave the multlcast group
o i Jticast lin preakag€
GERR ) When anode detects @ r pability of a
R messages qre also @
Py Despite the fact that 1inK preaks ar detected 1" dvanc® GE
rt . .
; failure OF ifa
n fthe protocol. This 1 b e lin brcaks may OCCLII' dué tot ans jssion
O This is becau® o
*ba d the proces f GERR rem®
STy nessages an
g y is down. The form® of GERR
ocol.

e
generalised multicast prot
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13 Th ;
eoretical Analysis of MGPEAR

It can be
e observed 1T
ved from the comparison of GPEAR and MGPEAR th
at, the process

b\' .
’ “rhlch
a route is f
1s formed 18 ' 1mi
i 1s quite similar to multicast oroup formation (exc f
groug e ept tor the

Proce
$s of G
ACK
messages) and pr ] n
ges) an process of route T qintenance and gr i
group maintenance is

Simj .
ar (ex
xcept f
pt for the process of Gl EAVE)
It ¢ B .
an be ar
. argued thi - .
Wicas, 4 that the same scl of control messages can be used by both the
multicas
. ast ' ~ .
- b protocols. [n such a cas€ a series of flags have to be added t0
unicast : -
MAODV - icast and multicast opcrulions: as it has peen done in the case of
]. Ins
stead of : ol . < 1
f adding an additional field of flags and increasing the size of the

Uh&ady -

Cr-gl
sized s
sourc ailpad. B 18 ;
e header, a separate set of messages form a part of the multicast

Pocegs,

Pro
’ cessi
§ sing bur . : g
Iee ny g burden on a node 18 not increased due to the additional set of messages
node i
1S Oiv F . . .

given the option of enabling or disabling multicast functions. When a single

ulticast protocols, the flags

jons have to be taken in case

he header fields have to be

of b
o
iCé outing

ultic,
Cast rougin,
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Chapter 9 - SCALABLITY

GPS-
S-based Predictive Inter-Zone Routing (GPIZR)
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_A-SR. This 18
. z to DT‘C’B A

Packet is received by Node B, the source route 18 modified

T
Oute that wi| be finally cached by Node SR.
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zones can be cache to a

From fic ‘ i
m fig 9.6, it can be observed that the multiple inter-

acket to the destination 18 selected

Particul; -
ar destinati T . - -
estination. The route used for unicasting ap

s}
| ng the 1 '
} follo\‘.mg critena:
Kumberof 26mnes [hrml‘_'h Which 4 route traverses (Mimmulll)

100S8€ between two routes

» Link Expiry Time/ Minimum number of hops (tocl

which have the same zone count)

2 2P
acket Transmission
node (OT), it

W i y ination
hen the source node (SR) needs 1€ cend a packet © a dest

[he f
res} .
ly cached route available in 1ts inter-zone

S iS mods
odified slightly, to include additi

The wetiits:
¢ additional fields inlroduccd are.

# The Z flag-bit to indicate the type of 10
‘ it pass thro’ different ZOones
> Zone count Field, this 1S dccrcmcnted as ..
he zone thro’ which the packe
) e
> Zone 1d Ficld, which g1V¢* the 1d of !
currently being forwarded: - he packe! when the
mit '
b The source (SR) the Ioute SR-A_B-C—DT to trans ; y If i
ke uses J Zone 1d fields-
tr count an
"Cache o the Z né
& s each intermediate n0de, it exami? her zone Th
ne _ de is anothe
tio
Ingg s greater than 1, then it indicates that the destind J is same  its owns 1t
: Id is
i “iate noge g he Zone 14 field, if zon®
0 then examines th¢
dr(lg eadef
t urcé
he packe without any modification 50 oute 01 the header to
1ce
Wh odifies the SO
} n the g Naie t imra—ZOﬂG route
Q. packet reaches an USC any
: D"E‘F-G HD h it ha ached, NOdc C¢ el NOde C
Oy “H-DT, using the route 11 . h has been ¥
sy if a shorter route is available othe fore T arding the packet’
0
fields,



Node
. H modif
odifies the one. The sourc
cource route when the packet enters the next h
zZone. source

‘ ow used i i
| sed is SR-G-H-1-J-K-L-DT
- when gp J-K-L-DT. The final modification f th
| - of the source route Ooccurs
ers the des _
s the destination zone, the source ‘oute used is SR-K L-M-DT
WA Int
er'ZO
ne Route Maintenance
ate (IUPDATE) messages for routé

GPIZR  1;
. like GPEAR uses regular upd
g the currently

ilime
Nanc
e. Tt
- Ihe mess
§8a0Cs dre -
ges are onglnulcd at the destination and sent alon

e
lve
r()u[e
o the
S onom T i
ource. The format of the [UPDA IE ag

Type

Source Id
Dest 1d
7| Zone No |
/( Coordinate/
Co—ordinate/
/ R E/
Sic Routé

The

RUP

"Ppory ; DATE message used 11 GPEAR f
lntel'-z

one routes. The additiona] fields introduce

lqs

{
hez f]a
& Zone coy
nt and Zone 1d.
o is similar it

sage
ge. When a node receives

atig
N stg
red in i
in its neighbor table; calculates the
opPT then !

he
L
Te
al
greater than the time constant =~

packe

t '

I after updating the RET.

the [ g - : jon has ©
- ET is lesser than T OPT !

e
a i

iy
if the local repaif is successful,

of the un

bit ;
18
set. The destination




differe
nt zone. For
. re.o. T T : -
g. if Node J finds that the LET of its link with Node H is lesser th
an

~JEL It attempts
p[-\’ ]()L’;ll = i . )
repair. 11 <uccessful then Node H sends an unsolicited IRREP with

the § bi
- |[ SC[ lU h()
th Node SR : '
ode SR and Node DT. Node H on receiving the [RREP updates its

Cachi
ne
g structur
res based
]RREP X on the currently qvailable route, and stops further propagation of the
» D€Cause .
se the information 1

formation is local 10 the zone. Similarly when Node K receives the

agation of the IRREP.

RRE
2
ents further prop

L link), the

it Upd.
ates o )
its caching structurcs and prev
action taken 1S

re (for €& K-

If the f
aulty link 1s inter-zonc in natu
an IRREQ for Nod

e L. If the

iffa
. Node K
attempts inter-zone T - .
pts inter-zonc repall by gco(_,as[mg
source and

l'ep,.
dlr
S sy
ceessf
ul, then an unsolicited IRREP 18
- oction of the

Est
Natj
On
nodes. -
s. The repaired source route that i
y Node L 10 have the source route petween nodes

Egli
Natj
on n
0 ;
de will be modified further b
he source

n of the source will carry t

La
dnd D
T. The repaired sc o
source route gent 1n the direct1o

Ty
le
C[We
en nodes
des L and G. Further propugmion of this
If th
c < i . - .
local repair mechanisms fail, the source Noce will re-initiate & route discovery
continuc till the packet

T()Ce
SS. Th
is i ‘
is possible since the Propagation of TU DATE will

or pI'OCCSS

T,
d(:h
e
Sthe source nod
ode.
he Route Err

In
a
node shuts down or &l
it removes any route

tak(‘,g

by

OVe
T. Wh
Cn « .
a node detects 4 complete failure 00 on
RR message in its

ds th
¢ fa .
Zune, ang ulty link from its cache, and broadcasts
. girect
(IRERR in the direc

SQUI‘CQ
ERR messa

)
| fields that af

essa
ge of
GPE

9
Y) AR, except for the additio™”

Th
q e
EStinai RERR message of GPEAR
On
t h -
he Toy, ode. The intermediat® nodes use this
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Type | TIL

—  Sourceld __————

Broadcast Id
r:—;z' Zone No| Zone 14 | Hopeount

Fig 9.8 Format of IRERR message

the dcslination'

The IRE
IRERR message does not carry
ng the help of 118 b

order groups

itfle
USQ [
0 . ; i
: the source. The source has to obin (he route us!

e
Spect;
1ve ) . o
of the destinations position 11 its zone.

3 IIl
tep-
IZone Caching and Routing gtructures

route discovery an

G
- PIZR and GPEAR usc gimilar
: dnjg )
Ms. Therefore GPIZR will require all the Caching

Ythe
GPEAR protocol.

33
‘%]
Route Cache . nary and
h prlm
te caches: t
§ GPIZR like its e counterpart has 10 ’ hin
%thar intra-zon o that GPEAR The cac g
Y e jmilar o
ache, The structure of these caches s S T reaSOﬂS that a dlsjolnt

D()]l
¢
the 10¢€

record: ' . .
Ording disjoint routes is confmed to
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e
ne route are:

he
Oliey, -
ICy ig not . i ter-Z0
applied to the entire 10

# A node at all time$s is
multiple zones.

hS
Even if the node was aw

are only a few

are to be cached,

destination.



9.3.9 Nos
2 Neighbor Table

]he I“"]U} 3 . T - . b ht A

fe (S ]L \[l” 5 HI\‘ ) l[ ] l
0
o a

jn{er.
-20ne Nej
Neirghbor I
& r table c:

5 an exist Bh ; i

" st only in a member e

. \ er of geocast border groups (fig 9.2

] the use of groups (g 2). The

use of tl
1¢ Inter-: > 1

cr-2once nc1ghhm' table 18 Simll r 1o that of GPEAR’S Neiohbor
o

Tub] .

93,3
3 Eney
gy Table
. Srroute Tabl
e
table. To the physical Jayer, the

r-zone energy
ing node is in the

GP]Z
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oes not have a separate inte

nif]
ICance f the E
) 200 nergy Table remains the same, whether t
or a different -
ent zone.
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Srrou
te T: , |
h“llnlng ¢ Table is also not available in GPIZR, a5 it does not use N& search for
dn ln[e "
[‘Z()nc rou
te.
%3
34
est
aple
IZR |
Mmilnt 3 has separate inter-zone Dest and Request Tables: The Request Table 15 used
N inf
" forp “rmation regarding [RREQs that have originat® r forWarded by the node
at .
& " funci - imi .t of GPEAR’S
Th
- i UPDATE
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0 be sen
t
9
4 Ihter
acts
QpE Ction bet
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Q‘V‘ or its mter—ZO 5
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¢ the inter-zom3 cac
the intra-Z0 e ©
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GPEAR‘
s route dis
1SCOVETY v
v mechanism tukes over. If GPEAR fails to find a routé withi
in a

CErtain tim
e period (RREQ_T i
RREQ_TIMEOUT) then GPIZR takes over. Hence GPIZR takes over

PEAR faj
fails. Tt
s. This R _
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d(_'s['
Inatip
n n()dc 15
S prese ; ey
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Any br
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me“.
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whether the
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a node receives the broadcast message,
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&e forwarding the G
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Uy, foute
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Geocas
dst or B o T~ nATACS
groups can cxisl across zones, as long as the geographical zones are
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. In fact the border er
ct the border groups themselves span more than one zone (fig 9.2). GGPEAR
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ed withi .
yed within these zones and 18 independent of GPIZR.
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o members of a border group want to setup @ unicast link then they have to use
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Cither GP
E £ .
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MG
PEAR and GPIZR
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GPEAR.

as is the case of

Any 1,
roadcacte
Oadcasts by MGPEAR wi
will be

He
Nce .
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hallﬁd
If /0 3 : wish to communicate, then an
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inle
I~zg
ne
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1§

m

“chanism inter-zon
can be used for setting-upP

Sub
“&roy nbec
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U'[es
Provided by GPIZR
95
he
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: TS
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at jy - er-zone 1oUTE
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equire any add! 10 . ti petween he
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GPIZR cannot be used with other available protocols such as DSR or AODV.

Though DSR uses source routing GPIZR will not be able to interact with it, as position
information is vital for its functioning. Even if position information Was available, GPIZR
1S a pro-active route maintenance mechanism that is not supported DY DSR. As position
Mormation i not available with DSR'S control packets, there is no mechanism to limit

bro;
ade :
ast messages to a particular zone.
¢ uses GPEAR s

in th
GPIZR, MGPEAR or GGPEAR can be used only in a network tha

i[Su i
Nicas i
trouting protocol.
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apter 10 - CONCLUSION

each of which is capable of and is

network. These

An adh
o¢ mobile )
obile network 1s @ collection of nodes,

like]
Ytob
€ movin s )
g. resulting 0 continual changes in the topology of the

Node
S Com
munic
ate th . .-
rough wircless (ransmission. and each of them serves as a router for
aracteristics that make network

the
Other
network
nodes. Adhoc networks have uniqué ch
ces the problem of discovering

f nodes introdu
due to their mobile

C()m
mUn' .
ICation challengi -
ging. The mobility ©

d ma;
dlNtaini
nin W
g paths over a dynamic netwo
because

are power constrained. Furthermore,

ature
they o

ften run out of battery and hence
nd there are often high

the y,;
ess L.
transmission, the network has 11

Or r
ateg B
- BECa . )
use of these limitations. protocols Jesigned for

ed
Netw
orks .
tese li are not suitable for wireless networks: Adho
lmi[a .
tlo . i 3 - .
overhe ns in mind, and hence must aim tO rnmlmlz
ad
intain rou

’ in ad .
dition to being able tO find and ma

To
se .
rve this end GPS-based predictivé

an on-dem

een dec:
es
igned. GPEAR provides routing in
source node- As long as

eslab.
llsh
ed
only when they are needed py the

Tequ,:
ires the
Gp B Oute, GPEAR maintains it. Unlike any ©

AR ;
1S predi
edictive
dictive in nature, and is able t0 Y

q
Nq Set‘up
routes to the destination there

Mg,
Ssa
8es
tha
t are broadcasted around the network'

lra
N§pae
Wi

lng
adjoini data packets with minimum

ng

ho . ave also
r()“ting des. GPEAR protocol simulatlon h
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tia for varying mobility condition®
214



The 0
pera(iﬂn of GPE
GPEAR protocol has been validated through extensive simulations.

Simulat:
n of GPEA .
< unicast communication capability has been comple

stablish

Metwork

sizes i

- and mobility rates. GPEAR efficiently ¢
ad and mini
minimum energy consumption. Currently, GPEAR is able 10 determiné

lity conditions- GPEAR’S performance

TOuteg v
With b :

andwidth constraints and high mobi
|s such as DSR and AODV.

Igh mobili
ility conditions is better than penchmark protoco

he following:

The d
eve
lopment of GPEAR protocol has led to t

*  Prediction of link breakage

* Reduction of Control Overhead
* Reduction in Energy Consumption

Satisfactory perfor ility conditions (PDR,

Cons .
onsumption etc.)

iy

pl

®Menteq on '
any underlying source-routmg

1th DSR step for developlﬂg

Sca)
abilj
Clrjcg Th Hlity analysis carried out on
‘The g
PS based Inter-Zone Routing P

ity
itag;
1o
NS of network size
. thiS area-

The
re )
1$ scope for further analysis peing ©
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Cha
pter 11 — Future Scopé€ of Research

A ¢
.. A complete set of routing pro[ocols for Mobile Adhoc Networks has been developed
art of this thesis. The unic
GPEAR) 1o im‘;l-“i*" \1 he unicast protocol- GPS based predictive Energy Aware Routing
— emented and analyzed in detail. A similar simulation pased analysis of the
st, geocast and inter-zone routing pl'OlOCOlS has been envisaged as future work.
A
nother possible area of future research is defining the operation of wired or Mobile
e within range of wireless access point, either a

Ip
nab|
ed network =
tworks. 1f one or more nodes ar
ake advantage

hould be able tot

Nety
ork r
ou
ter or a foreign agent. The
e to discover

of thi
1S COr 5
nec .
nection to reach the Internet. This requires poth the nodes being abl

other network parameters

s shown that the node

Th

e

interaction between &
otocol: It wa

mpo.
rtant
role i "
le in determining the per
ing network throughput

depc:
nslt
Y and
dverage nodal transmission rang®

ting protocol.
mobile networking.

anqd
contr
0
l'overhead generated by the ro¥
T ining 1
. here are numerous rescarch problems remammg in
ng
of th ;
ese is security. wireles
. acket tran

I'ecei
ved
by anyone. A method for

S
can
have secure remote access

ddig;
10
nally, adhoc routing protocols ar

ang
the
1n
troduction of fals€ routin

0 )
ccurrences i8S crucial for p

A .
nother diverse arcd of res

tln
go
f the protocols qugaested as &



learn;
nine ar 3 . . .
g and comparing wireless pmmcols and techniques, but as Rodney Brooks observed

“simulations : . e d . .
tions are doomed to succeed™ That is. it is always possible to find the right protocol

ar simulation environment. However, real-

weaks -
s and hacks that work well ina particul

world sve . ; . ; . .
systems face problems that do not oceur in simulations. Unlike simulator experiments,

test-h ) . ;
ed experiments cannot be pcrt‘cclly reproduced. Interference and radio propagation
Chanﬂ % ’
ge between each experiment, and for all practical purposes, are out of the experimenter s
C()nl . a
rol. Hence implementation of the pro[ocols on a real-tume adhoc test-bed could bring out

T
arious new facets of the protocols.
Adhoc networking 1s currently one of the most rapidly growing research areas. This
thesis hqg made the contribution of routing protocols for providing connectivity within adhoc
"CWorks of mobile nodes. While the foundation for providing this connectivity has been
ut to define 2 complete and comprehensive solution

laig
» M .
ore research needs to be carried 0

Or mob;
0O .
bile adhoc networking.
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APPENDIX —A
Pro
grams used for simulation studies

grams and outputs that were a part of the

This
s Appendix
] ppendix has a sct of sample pro
.|mul o

ation

processes of G ; T i i
5 ses of GPEAR.The entire ¢imulation process for validation of GPEAR
m lh(: o
generatic 3
n .work scenari 1i ' ‘
of network scenarto and traffic 10 the extraction of results has been

sket
ched out i
out in this appendix.

Se
enars
ario

and Traf

nd Traffic Generation

Se
enarin
rio Generation
i jon patterns

N()r

m- ~

ally for large topologies the node
e. A set of VC++ programs: setdest.cPP;
senerates the initial

dre d 3
ehned .
in separ - X )
n separate files for convcmenc
0. Setdest.cpp g

twork scenari

movement: T

ition the

ncpp

w .

s Where used for generating the n€
he initial pos

Nety
Otk soatiac
i cenario and keeps irack of each node
Tectiq .
nof moyvement and e ‘;pecd of each node aré generated randomly using the
' §
gram mg.cpp
DESTH
#ify
d
i —setdest_h_
1 n -
i‘legﬁiﬁf“ FIRST
e LT .
#?& dif ST_FIRST(head) ((head)->]h,ﬁrst)
#de(::;f LIST NEXT
#o Me LIST
endig ST_NEXT(elm, ﬁe:ld)((elm)—?fi‘3 g.le_nexV
Vgid
I
Clag nMOVementPattem(void);
8
Pubjg, < |
V = 00) {
ector(double x = 0-0» double ¥ = 0, doubl® g
X=x: Y=y LZP
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tly
Dy

SSN "
]ic:elghbor{

double length() | o
return sqri(X*X + Y*Y + Z*EL

}

inline void \'cunr:;npcr;um':(ct)lm vector @) {
X =a.X:
Y =aY:
Zi=aZ:

J

inline void vector::operator+=
X +=a.X:
Y +=3.Y:
Zi+=a7;

(const vector a) |

J
inline int vector::operator==(cV! :
return (X == a.X && Y == 4

ector a)
15t w,c\l’o(;;g” b

} i
inli 1 —(const yector a)
iline ing vccu)r::()Pcrulor!—(wm Y|z '= A2

1= a.

return (X = a X || Y =t

Inline vector operator-(const
return vector(X-a.Xs

vectora) b~
Y-ll-Y0 Z"u.Z)v {
b)
nst vector
: ble a, €O
i T . ® ~On5[ dOU
friend inline vector opcmlor”’(;b % gebZ)

return vector(a*b.X. @ const double b)

i inli Atarl nst
friend inline vector opcmlorl(co o)

return vector(a.X/b, a- 105

dOuble X',
dOuble Y;

; n
Uiint32_¢ index; /!
hint3p reachable;
- . e

dOUb]e time_[ransﬂloﬂ, I

\ENTRY(Setdest) traj;
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tlass Nogd e |

friend voj
void Re: )
ReadInMovementPattern void):

public:

pl'iv;_ne.

Dub]ic-

L

#e"dif]

NUdC( void):
voi 1 ,
\'U!j Update(void).
| 1 v s .
void UpdateNeighbors void):
' Dump(void):
J/ time of arrival at dest

double
le time_arrival: :
/ min of all neighbor times

double
= time_transition:/

IE:
( : . 3
" # of optimal route changes for this node

int

it route_changess

link_changes:
void ;
void RandomPosition(void);
Vo RandomDestination(void):
RandomSpeed(void):
b _ i
-3 4 - dex: // unique node identifie
Kd position; 1 current Posmon
‘;ecmor de%linutfun‘ " des{ina“onﬁom os and dest
CCtor . ' J/ compute
direction;
doup
¢ . ated

douple speed: J/ when pos Jast upd

time_update;
S[a[i i
Cu_int32_t Nodelndex;

LIS
TJ{EAD(lraj, setdest) traj;

I
cing T2y of NODES neighbors:
ghbor #neighbor;
*
\Setdest-—h_‘ */
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é‘!'ncludc <io.h>
Finclude <assery s
"include <fenq]
"Include <math.h>
f!nc]ude <stdio.h>
wnclude <siqlit b
onclude <gyri ng.h>
;f”CIUdC <time_h>
#;EE:USC <Sys/types.h>
#inclz ¢ <iostream.h>
€ <fstream.h>

z;[r]édeﬁncd(sun;

Ude <ery
10.h>
fengip

Hinelyege »
#ing:ﬁd Aol g he
-!..f../['nﬂl_cpp

L

“lude Stdest] h"

\"\n"

de —— d Jod . ai

fing SANITY_CHECKS | set-dist od %0 lzf%_IZf\\“
#deﬁne "$ns_ at %'lzf\”&;(_:lgglzg%d\n" tdest %,125%'
#deﬁne GOD_FORMAT “fbﬂ‘a set-dist % o () Sf?,f gp.120\0
Hefy, JOD_FORMAT2 00 121 V'S0 . 12f %-!
ot NODE_RFOoRMAT “&3115216 () set ;SC g.120\0
#(Ieﬁn NODE_FORMATQ "&mded(%d) gBt k-

“NODE FoRMATS  "$node_
#de
#deff:ig: INFINITY Ox(;Oif{)f]gf? (x :Ey;; }
My min(x,y) Eg)ﬂy)?(x)' y P
tleﬁne max(x,y) le- e ¥/
ROUND_ERROR === o=

tas: . -‘;z__-:.‘;’;’ -—=::==-""'
/ :.If Ing C()unt =0 -‘=::==:=:" ___=_-=====—

u \:\:::===:=:==:==:==:=:=:’# .___..;:-:S.’-':z:’—-
:*‘\‘a_i“ Tolotypeg et

0!(1 \\‘"“===::===::=======—_’
;“id usage(char#*);
VDPble init(void);
v“{(} uniform(void);
Voftl dumpall(void);

Oig ComputeW (void);
Vo, P id);
\,Q!d flchl__warshall_(VO1 ’ |
ngd Show__diffs(vold_)i _ 22
%l show_routes(void);

show_counters(void);
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========= :::.'::::::::::::::::::::::::::::-_:.-:.::::::::::-::::::::::-—-—*/
nee in meters

const d P

i double RANGE = 25

double 'I‘|\. F,L = 250.0: J/ transmitter raie

: uble N ME = 0.0; /l my C[()Ck;

double MAXTIME = 0.0: J/ duration ©

Ouble MAXX = 0.0:

gOublc MAXY = (),U:‘

Ouble MAXSPEED = 0.0:

Lini3p PAUSE = 0.0: -
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